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AHHOTauUus

Beepenne. B coBpeMeHHOM MUpe KubepaTaku CTaHOBATCH BCe 60ree cepbe3Hon
yrpo3or MexayHapogHoh 6e30MacHOCTU, CMOCOBGHOM MPUYUHATE 3HAYUTENbHbIN
yulep6 rocygapcteam, HapyLuas KpUTUHECKM BaXKHYO MHAppaCcTPYKTypy 1 NoapbiBas
HaumoHanbHyto 6e3onacHocTb. OfHaKko MexayHapogHoe NpaBo A0 CUX Mop He JaeT
OOHO3HA4YHOro OTBETA Ha BOMPOC O TOM, MOFYT i1 KubepaTaku KBanmpuLumpoBaTbCs
KaK «MPUMEHEHWNE CUMbI» UK «aKT arpeccum» B KoHTekcTe Yctasa OOH, 4To co3pa-
€T nNpaBoBble Npobenbl U 3aTPYAHAET NPMMEHEHWE NpaBa Ha CaMOOB60POHY. MoaTomy
Lenblo UCCnefoBaHUs 3asiBMEeHbl aHanmM3 MeXayHapOAHO-NpPaBOBbIX HOPM U Mpak-
TUK, CBA3AHHbIX C KBanudurKaumen knbepartak, a Takke pacCMOTPEHME NEPCNEKTUB
pasBuUTUS MEXZYHAPOJHOro Npaea B 0651acT camoo60pOHbI B KUOEPNPOCTPaHCTBE.
CraBsaTcs 3afa4n U3yynTb NOHATUE «MPUMEHEHME CUTbl» B MEXOYHapOAHOM npase
NPUMEHUTESBHO K KnbepaTtakam; pacCMOTPETb BO3MOXHOCTb KBanudukaumum knoep-
arak Kak «akrta arpeccuv»; npoaHannM3npoBaTb NPUMEHEHNE NpaBa Ha caMo060po-
Hy B cBeTe cT. 51 YctaBa OOH; BbIBUTb MONUTMKO-NPABOBbIE N OOKTPUHASIbHbIE
Cropbl MO JaHHOW TEMaTUKE; OLEHUTbL MEPCMNEKTMBLI koandmkauum n yHudmKkaumm
HOpPM B 0611acTV Knb6epbe30onacHoOCTU.

TeopeTndeckne ocHoBbl. MeTogbl. ViccnepoBaHne onvpaeTcsa Ha HOpMbl jus ad
bellum YctaBa OOH (cT. 2(4), 51) 1 BOKTPUHY UX NPUMEHEHMUSA K KWOEPNPOCTPAHCTBY
B CiefytoLLien norvke: ksanndunkaums Knéeponepaumum onpegenseTcs He crnocobom,
a mMacwrtaboM W MocneacTBusiMu (PU3NYECKUIA BPeLd, XEpPTBbl, AONrOBPEMEHHAs
yTpaTa (pyHKLMOHaNbHOCTN KPUTUHECKOW MHADPACTPYKTYPbl, CUCTEMHBIA 3KOHOMU-
Yeckuii yuep6). B aToM acnekte pasnuyaloTcs OeACTBUS HUXKE nopora Cusbl, Npu-
MEHEHWE CUJbl 1 BOOPY>XEHHOE HanadeHwe; Nopor OLEeHMBAETCSA NO MHTEHCUMBHOCTMH,
ONMUTENBHOCTU M COBOKYMHbLIM 3achdrekTaM. Kec Stuxnet OeMOHCTpMpYyeT BO3MOX-
HOCTb MaTepuanbHoro yuwepba kmbepcpeactesamu. Beibop pexunma oTBeTa 3aBuUcuUT
OT aTtpubyumn: camoob6opoHa TpebyeT BOOPYXEHHOrO HamafdeHWs U Hagnexallen
aTpmbyLmKn, Toraa kak KOHTpPMepbl JOMNYCTUMbI HUXE Mopora Cuibl Npu Heobxoau-
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MOCTW, MPOMOPLMOHANLHOCTU KU obpaTtuMocTu. Moaxodbl rocyaapcTB pacxogsTcs
(CLUA/BenukobpuTtaHns — agantaumsa gencTBytolmx HopMm; Poccna/Kutam — akueHT
Ha KnbepcyBepeHnTeTe 1 pa3BUTMK crneumanbHbix npasun). M npymeHsieTcs npm
HanM4nM BOOPY>KEHHOIO KOHMPNIMKTA 1 3a8aéT KpuTepun ratione materiae/temporis.
Vicnonb3yeTcsa Ka4eCTBEHHbIN MeTO UCCrefoBaHus, BKIOYAOLWMIA JOKTPUHANBHbIN
aHanu3 NpaBoOBbIX HOPM M CPaBHUTESbHBIN MOAX0M K N3YHEHWUIO NO3ULIMIA Pa3fNYHbIX
rocygnapctB (Poccusi, CLUA, Kutan) n mexgyHapoaHbIX opraHn3aumii no Bonpocam
KnbepcyBepeHuTeTa 1 CaMoOHOPOHbI.

Pesynbtatsl nccnegoBaHusi. YCTaHOBNEHO, YTO Knbepartakum MOryT KBanmguumpo-
BaTbCS KaK «MPUMEHEHME CUSTbI» WU «aKT arpeccumn» npu Harm4num CyLLLECTBEHHOMO
yLep6a, ConocTaBUMOro C NoceAcTBUSMU TPAANLIMOHHOIO BOOPYXXEHHOMO Hanage-
Hus. OgHaKO OTCYTCTBME YETKUX MEXOYHAPOLHbIX HOPM U Pa3nnyms B NO3MLUSX ro-
CyHdapcTB cO3[atoT TPYOHOCTM B NMPYMMEHEHUN NMpaBa Ha caMO0b0pOoHYy B KMbepnpo-
CTpaHcTBe.

O6cyxaeHne n 3aknodeHne. Heobxognma agantaums MexayHapoaHoro npasa K pe-
anuam LUMgPOBOM 3Noxm NyTeM paspaboTKy HOBbIX MEXAYHAPOAHbLIX HOPM U Mexa-
HU3MOB, Y4MTbIBAKOLLMX CreundurKky KubepnpoctpaHcTea. MexayHapogHoe coTpya-
HMYeCTBO M Anasior Mexay rocygapcteaMum sBMSTCA KPUTUHECKUMW OJ151 CO3[aHus
3(pPEKTMBHONM CUCTEMbI MPOTMBOAENCTBMA KMbepyrpo3am u obecneveHusa 6esonac-
HOCTM B LMOPOBYHO 3MOXY.

KnioyeBble cnoBa: kubepaTtaka, MexayHapofgHOe MpaBo, NMPUMEHEHWE CUIbl, aKT
arpeccun, camoo6opoHa, Yctas OOH, knbep6e3onacHocTb

Ona uutuposaHus: Jlazapp K. K. Keanudukaums kmbepaTak Kak «NpuMeHeHus
CUNbl» UNW «aKTa arpeccumn» B MeXOyHapoaHOM Mpaee: aHanua ctatbu 51 YcTaea
OOH 1 nepcnekTnBbI Camo060poHbI B KnbepnpocTpaHcTee // Mpasocyaune/Justice.
2025. T. 7, Ne 3. C. 179-192. DOI: 10.37399/2686-9241.2025.3.179-192.

Original article

Quualification of Cyberattacks as “Use of Force” or
“Act of Aggression” in International Law: Analysis
of Article 51 of the UN Charter and Perspectives
of Self-Defense in Cyberspace

Constantin C. Lazari

Diplomatic Academy of the Ministry of Foreign Affairs of Russia,
Moscow, Russian Federation
lazariconstantin@yandex.ru, httos.//orcid.org/0009-0008-4763-1922

Abstract

Introduction. In the modern world, cyberattacks have become a significant threat to
international security, capable of causing substantial harm to states by disrupting crit-
ical infrastructure and undermining national security. However, international law does
not yet provide a definitive answer on whether cyberattacks can be qualified as “use of
force” or an “act of aggression” under the UN Charter, creating legal gaps and compli-
cating the application of the right to self-defense. Purpose of the study is to analyze in-
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ternational legal norms and practices related to the qualification of cyberattacks and to
consider prospects for the development of international law in the field of self-defense
in cyberspace. Tasks: to study the concept of “use of force” in international law as ap-
plied to cyberattacks; to consider the possibility of qualifying cyberattacks as an “act of
aggression”; to analyze the application of the right to self-defense in light of Art. 51 of
the UN Charter; to identify political-legal and doctrinal disputes on this topic; to assess
the prospects for codification and unification of norms in the field of cybersecurity.
Theoretical Basis. Methods. The article relies on jus ad bellum under the UN Charter
(Arts. 2(4), 51) and an instrument-neutral, scale-and-effects reading for cyberspace:
qualification turns on magnitude and consequences (physical harm, casualties, long-
term loss of critical infrastructure functionality, systemic economic impact) rather than
means. This framework distinguishes below-force measures, use of force, and armed
attack; thresholds are assessed via intensity, duration, and aggregate effects. Stux-
net illustrates material damage by cyber means. Response regimes hinge on attri-
bution: self-defence presupposes an armed attack attributable to a state, whereas
countermeasures address wrongful acts below the force threshold, subject to ne-
cessity, proportionality, and reversibility. State approaches diverge (US/UK — adapt
existing law; Russia/China — emphasize cyber-sovereignty and tailored norms). IHL
applies where operations occur in armed conflict, informing ratione materiae/tempo-
ris analysis.

A qualitative research method is used, including doctrinal analysis of legal norms and
a comparative approach to studying the positions of various states (Russia, USA, Chi-
na) and international organizations on issues of cyber sovereignty and self-defense.
Results. It has been established that cyberattacks can be qualified as “use of force” or an
“act of aggression” when there is significant damage comparable to the consequences
of a traditional armed attack. However, the absence of clear international norms and
differences in state positions create difficulties in applying the right to self-defense in
cyberspace.

Discussion and Conclusion. There is a need to adapt international law to the realities
of the digital age by developing new international norms and mechanisms that take
into account the specifics of cyberspace. International cooperation and dialogue
among states are critical for creating an effective system to counter cyber threats and
ensure security in the digital era.

Keywords: cyberattack, international law, use of force, act of aggression, self-
defense, UN Charter, cybersecurity
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BeBenenue

B COBPEMEHHOM MHpe KHOepaTakKU CTAaAH HEOTHEMAEMOM YacCTbI0 MEXKIyHa-
pomHOM cucrTeMbl 6e3omacHOCTH. OHHU CIOCOOHBI TPUYUHSTH 3HAYUTEABHBIHN
yiep6, Hapymas paboTy KPHUTHYECKH BaxKHOM MHQMPACTPYKTYPHI, ITOAPBIBAS
9KOHOMHKY U CO3aBas yrpo3bl HAITMOHAABHOM 6e30rmacHoCTH rocymapcts. He-
CMOTPSI Ha POCT YHCAA MOAOOHBIX HHIIUACHTORB, MEXKAYHAPOIHOE IIPaBO [0 CUX
TIOp HEe JaeT OMHO3HAYHOIO OTBETA Ha BOIIPOC O TOM, MOTYT AW KHOepaTaku
KBaAU(UITIPOBATHCH KaK «[IPUMEHEHHE CUABD UAU «aKT arpeCCHUM» B KOHTEKCTE
YcraBa OOH.
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Cratbsa 2(4) YcraBa OOH! 3ampemiaer rocygapcTBaM IIPUMEHSTH CHAY IIPO-
TUB TEePPUTOPHUAABHOH IIEAOCTHOCTH HAH IIOAUTHYECKON HE3aBHUCHMOCTHU AI000-
I'0 TOCyZlapCTBa, 3a UCKAIOYEHUEM CAYYaEB, IPEAYCMOTPEHHBIX CAMUM YCTaBOM.
Cratesa 51 YcraBa nIpefocTaBAsSIET IIPAaBO Ha HHAUBUAYAABHYIO HAU KOAAEKTHB-
HYI0 caMOOOOPOHY B CAydae BOOPYZKEHHOro HamnazeHus. OQHAKO 3TH IIOAOXKe-
HUA ObIAM pa3paboTaHbl B AII0XY, KOTZAA YyIPO3bl UCXOAUAU ITPEUMYIIECTBEHHO
OT TPaAUIIMOHHBIX BOOPY?KEHHBIX KOH(MPAMKTOB M HE VYUTHIBAAW CIEIU(DPUKHI
KHUbepIpocTpaHCTBA.

B cBere 9THX 06CTOATEABCTB BO3HUKAET HEOOXOUMOCTD IETAABHOI'O aHAAN3a
IIPABOBBIX KPUTEPHEB, HA OCHOBAHHUH KOTOPBIX KHOEpaTakW MOTYT OBITH KBa-
AUPUITUPOBAHBI KaK «[IPUMEHEHHE CHABD HAU «aKT arpeCCHH» COTAACHO CT. 51
YcraBa OOH. Takske BazKHO U3YIUTh MEXaHU3MbI aJallTallll MeXKyHaPOIHBIX
HOPM AL 3aIlUThI TOCYAapCTB B yCAOBHUAX KHbepaTak U IIPUMEHEHHs IIpaBa Ha
CcaMO000POHY.

[leap nccaenoBaHUS 3aKAIOYAETCH B aHAAW3€ CYILECTBYIOIINX MEXIyHapPOI-
HO-IIPABOBBIX HOPM M IPAKTHK, CBA3aHHBIX C KBaAH(UKaued KubepaTrak, a
TaK>Ke B PACCMOTPEHHH IIEPCIIEKTUB PA3BUTHUS MEXK/IyHapOLHOTO IIpaBa B 3TOH
obaactu. Ocoboe BHUMAHUE YAEAIETCSI TOMY, KaK MEKAYHAPOIHOE COODIIIECTBO
MOZKET aaIITuPOBaTh AEUCTBYIOINE IIPABOBbIe MEXaHNU3MbI OAd 3PPEKTUBHO-
ro mpoTUBOAeHCTBUA KHUbepyrpo3aM u obecredeHus 6€30II1aCHOCTH TOCYyAaPCTB
B IIU(PPOBYIO SIIOXY.

B manHO# cTaTbe UCIIOAB3YeTCH Ka4eCTBEHHbBIH METO/I HCCAEIOBAHUS, BKAIO-
JaloUui JOKTPUHAABHBIY aHaAU3 U CPABHUTEABHBIN IOAXO0MA. [JOKTPHUHAABHBIN
aHaAW3 COCPEAOTOYEH Ha M3y4YE€HUU [IPaBOBBIX HOPM, TakuxX kKak YcraB OOH
u pemtennd MexayHaponHoro Cyna OOH. CpaBHUTEABHBIN IOAXO IIO3BOASET
COIIOCTaBUTD CTPATETHH U ITO3UIIMH pa3sAndHBIX rocynapcTs (Poccuga, CIIA, Ku-
Tal) o BompocaM KHOepCyBepeHHUTETa U CAMOOOOPOHEI.

Takzke paccMaTpuBaeTCHd AeATEABHOCTb MEXAyHAPOAHBIX OpraHu3aliui, Ta-
kux kKak OOH um HATO, c 11eAb0 BBISIBA€HHS HPABOBBIX IPOOEAOB U OIIEHKU
IEePCIEKTUB CO3JaHUA MEXKAYHAPOAHO-IIPABOBBIX MEXaHU3MOB B chepe KUbep-
6€e30MIacHOCTH.

TeopeTHYecKHe OCHOBEI. MeTOoABI
ITonsaimue «npumeHeHUe CUNLL 8 MENOYHAPOOHOM Npaee

Cratba 2(4) YcraBa OOH ueTKo 3amrpeniaeT IpUMeHEHHE CHABI B MEXK/IyHAPOI-
HBIX OTHOILIEHUSX, KPOME CAydaeB caMOOOOPOHEBI HAU AeHCTBUH, CAHKITMOHUPO-
BaHHBIX CoBeToM BezonacHoctu OOH. OgHako TEPMUH (IPUMEHEHUE CHABD B
KOHTEKCTe KubepaTak oCTaeTcs HeOOCTATOYHO onpeneseHHbIM. CoraacHo «Taa-
AVHHCKOMY PYKOBOACTBY 2.0»? mpuMeHEHNE CUABI B KUOEPIIPOCTPAHCTBE CAEIY-

! ¥YcraB Opranuzanuu O6wsenuHeHHbIX Haruii. [Tognucan B Can-PpaHICKO 26 HIOHS
1945 r., Bctynua B cuay 24 okt. 1945 r. URL: https://www.un.org/ru/about-us/un-
charter/full-text.

2 Jensen E. T. The Tallinn Manual 2.0: Highlights and Insights // Georgetown
Journal of International Law. 2017. Vol. 48, no. 3. P. 735-778. URL: https://
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€T OLIEHWBATh I10 IIOCAE€ACTBHUIM, aHAAOTHYHBIM TPAIUIIMOHHBIM BOOPYKEHHBIM
arakaMm [l]. OtTo o3HayaeT, 4TO KHOepaTaka MOXKET CUHTATHCH IIPHUMEHEHHEeM
CHABI, €CAH OHa IIPUBOOUT K (PU3HYECKOMY yIIepOy, 4eAOBEYECKHUM 3KepTBaM
UAU 3HAYHUTEABHBIM pa3pylleHUIM HHQPACTPYKTYPHI [2].

[as kBaaudukanuu KubepaTaky KakK IIPUMEHEHUS CHUABI HE0OXOAUMO y4U-
TBIBATh €€ peaAsbHBbIEC ITOCAEACTBHUS. SIPKHM IPHUMEpPOM dBAsSETCS KHOepaTaka
Stuxnet B 2010 r., KoTopada npuBeaa K (OU3NYECKOMY ITOBPEXKIEHHUIO HPAHCKHUX
anepHbIX HeHTpUdyT [3]. [JaHHOe COOBITHE AEMOHCTPHUPYET, UTO KHOeparaka
criocobHa TPHUYUHUTE yIIepOb, COOCTAaBHUMBIH C TPAAWUITMOHHBIMH BOEHHBIMHU
OEeUCTBUSIMHU, U, CAEIOBATEABHO, MOXKET paccMaTpUBaTbCd KakK IIpUMEHEHHe
CHABI B COOTBETCTBHH C MEXIYHAPOAHBIM IIPABOM.

Pezoarortus 3314 (XXIX) I'enepaapHoit Accambaern OOH? ompeneasieT arpec-
CHIO KaK BOOPYKEHHOE HallaJleHue Ha CYBEPEHUTET, TEPPUTOPHAABHYIO IIEAOCT-
HOCTBb WAV IIOAUTHYECKYIO HE3aBHCHMOCTE APYroro rocyzapcrBa. XoTd B 3TOH
PezoaAoliny He yIIOMHHAIOTCS KHOepaTakd, 10 aHAAOTHU C TPALUIIHOHHBIMU
hopMaMHU arpecCHr MOXKHO IIPEAIIOAOKUTE, YTO Cepbe3Hble KHOepaTaKu MOTYT
KBaAH(UIIMPOBATHECHA KaK aKTbl arpeCCHH, €CAH OHHU HAHOCAT 3HAYHUTEABHBIN
yuiepb rocyaapcTBy.

Coenunennsle IllTaTel AMEpHKH pacCMaTpHUBAIOT KHOepaTaku® Ha KPUTHIe-
CKYI0 HH(PaCTPYKTYPy KaK IIOT€HIIHaAbHOE OCHOBaHUE A IPUMEHEHHd IIpa-
Ba Ha camoo6opoHy [4]. B cBoro odyepenb, Poccusa u Kuraii, mpoaBuras KOH-
LENIUI0 KHOEPCYBEPEHUTETA, YTBEPKIAIOT, UTO AIOObIe KuOepaTaku, HapyIla-
IOIlFe CYBEPEHHUTET I['OCyJapCcTBa, MOTYT pacCMaTPHUBaThECS KaK arpeccus, naske
€CAM OHH He IIPUBOALT K (pU3HUecKoMy yIiepoy [5; 6].

MemoowsL uccnedoearust

AHaan3 IpaBOBBIX HOPM OasupyeTcsd Ha H3YYEeHUH NOKTPHUHAABHBIX UCTOYHH-
KOB U MaTepHaA0B MexayHaponHbix opranusanuii (OOH, HATO). CpaBHUTEAD-
HBIF ITOAXO0J TI03BOASIET COIIOCTAaBUTh HallOHaAbHbBIE cTpaTeruu (Poccusa, CIIA,
Kuraii) IpUMeHHUTEABHO K KBAaAU(UKAIIUN KHOepaTak U UX IIPABOBBIX ITOCAE-
cTBUU. B pamMKax Ka4yeCTBEHHOI'O METOMA PACCMOTPEHBI TAKIKE PEIIEeHHUd Cy-
OB U o(pUIIHaAbHbIE 3asIBAEHUS T'OCYyAapCTB, PACKPBIBAOIINE ITO3UIIUN OTHO-
CUTEABHO IIpaBa Ha caMo000poHy B KubepmpocTpaHcTBe. Takoi KOMIAEKCHBIH
TIOXO[ ITOMOTAET BBISBUTH MPOOEABI B MEXKAYHAPOAHOM IIPABE U ONPEIEAUTH
HapaBACHUS BO3MOXKHOHU KOAM(PUKAIINH.

www.law.georgetown.edu/international-law-journal/wp-content/uploads/
sites/21/2018/05/48-3-The-Tallinn-Manual-2.0.pdf.

3 Pesoarorus I'enepaaspHoit Accambaen OOH 3314 (XXIX) «OmpemeseHHEe arpecCHm».
[Ipunara 14 gexabps 1974 r. Jokyment OOH A/RES/3314 (XXIX). Heio-Mopk :
OOH, 1974. URL: https://undocs.org/ru/A/RES/3314(XXIX).

4 National Cyber Strategy of the United States of America (HamuonaapHasa kubep-
crparerus CoenmHeHHBIX IlITaTroB AMepuku). Washington (DC) : The White House,
September 2018. URL: https://trumpwhitehouse.archives.gov/wp-content/
uploads/2018/09/National-Cyber-Strategy.pdf.
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Pe3yAbTaThl HCCA€ZLOBAHHSA
Bo3amozHocme Keanudurayuu KubepamarKu KaK «axma azpeccuu»

Arpeccus TpagUIIMOHHO aCCOLMUPYETCS C (PU3UUYECKUMU BOOPYKEHHBIMU eH-
crBusaMU. OIHAKO B yCAOBHSIX COBPEMEHHOI'0 MUpa KHbepaTaky CIIOCOOHBI IIPH-
YHHSTH COIIOCTABUMBIH yIiepb 6e3 HerrocpenCcTBEHHOro IIPUMEHEeHHus (pusude-
CKO cuaABI [7; 8]. [ag Toro 4ToObI KHbepaTaka Oblaa KBAaAU(HUIIMPOBaHA KaK aKT
arpeccuy, HeoOXOAUMO OLIEHHUTDH MacIuTab B XapakTep IPUYHHEHHOTOo yiiepoa.

KpureprsaMu MOTYT CAYKUTE pa3pyLIeHHe KPUTHYECKH BaXKHOU HHPPACTPYK-
TYpPBI, CEpbEe3HbIH 9KOHOMHYECKHUH yIIiepb UAM MaCCOBBIE YEAOBEYECKHE KEPTBBI
[9]. Hampuwmep, kubepataku CIIA npotuB Mpana B 2019 r., HanpaBAeHHBIE Ha
CHCTEMbI YIIPaBACHUS ¥ BOEHHBbIE HH(PPACTPYKTYPHI®, IEMOHCTPHUPYIOT, KaK KH-
Geporiepalii MOTYT HCIIOAB30BaThECS B KAYECTBE CPEACTBA arpecCuu’.

Pazanynble rocynapcTBa Mo-pasHOMY MHTEPIPETUPYIOT Kubepataku. Coemu-
HeHHble [[ITaThl ¥ UX COIO3HHUKH CKAOHHBI CUHTATh CEPhE3HbIe KHOepaTakKy aKkTa-
MU arpecCHH, OIIPaBALIBAOIINMU IIPUMEHEHHE IIpaBa Ha caMmoobopony [4]. B To
ke BpeMd Poccusa u Kuraii akIieHTHPYIOT BHEMaHNE Ha 3allliTe CyBepeHUTeTa
U BBICTYIIAIOT [IPOTHUB IIIHMPOKOr0O IIPHMEHEHHsI CHABI B OTBET Ha KHOepaTakwy,
0COOEHHO €CAM HeT SIBHBIX J0KA3aTeAbCTB U yCTAaHOBAEGHHOU aTpubynuu [10; 6].

«TaaanmHHCKOE pyKOoBOACTBO 2.0» mpemaaraeT paccMaTpuUBaTh KHOepaTaky
KaK BOOPY:KEHHbIE HalaleHHUs, €CAU HUX IIOCACACTBUSA SKBUBaACHTHBI TPaIU-
IUOHHOMY IIPHMEHEHHUIO0 CHABI. OQHAKO OTCYyTCTBHE KOHCEHCyca Cpemau IocCy-
JAapCTB U HEOOCTATOYHAasd KOAU(PUKAIINA JAHHBIX HOPM YCAOXKHSIOT UX ITPUMeE-
HeHMe Ha ITpakTuke [11; 12].

ITpaeo Ha camoobopony e ceeme cm. 51 Yemaea OOH

Cratesa 51 YcraBa OOH mpemocTaBasieT TocymapCcTBaM IIPaBO HA HUHAWBUIY-
AABHYIO AW KOAAEKTHBHYIO CAMOOOOPOHY B CAydYae BOOPYKEHHOI'O HallalleHUs.
[IpuMmeHHTEABHO K KHbOepaTakaM BO3HHKAET BOIIPOC: MOTYT AW OHU CUHUTATBHCH
[JOCTATOYHBIM OCHOBAHHEM IAS HCIIOAB30BAHUS TOTO IIpaBa?

[las mprMeHeHHd IIpaBa Ha caMOOOOPOHY B OTBET Ha KHUOepaTaky IOAIKHEBI
OBITH BBIIIOAHEHE!I OITpeaeAeHHBIe ycAaoBUS [13]. Bo-mmepBrIx, KUbGepaTaka JLOAXK-
Ha KBaAU(UIIHPOBATECS KaK BOOPY:KEHHOE HallaAeHue, T. €. BbI3bIBATh yIIepo,
COIIOCTaBUMBIN C IIOCAEACTBUAMU TPAAUIITMOHHOI'O BOOPY2KEHHOI'O HallaA€CHHUA
[7; 8]. Bo-BTOPBIX, OTBETHBIE MEPHI JOAYKHBI COOTBETCTBOBATH ITPUHITUIIAM He-
00XOIUMOCTH U IIPOIIOPIIMOHAABHOCTH, T. €. ObITh HEOOXOAUMBIMHU JAS 3AIITATHI
U cOpa3MepPHBIMH HaHEeCEHHOMY yIepby [4; 12].

5 Sanger D. E., Perlroth N. U.S. Cyberattacks against Iran: escalating online conflict //

The New York Times. 2019. June 15. URL: https://www.nytimes.com/2019/06/15/
us/politics /trump-cyber-russia-grid.html.

Nakashima E. Trump approved cyber-strikes against Iranian computer database
used to plan attacks on oil tankers // The Washington Post. 2019. June 22. URL:
https:/ /www.washingtonpost.com/world /national-security /with-trumps-approval-
pentagon-launched-cyber-strikes-against-iran/2019/06/22/250d3740-950d-11e9-
b570-6416efdc0803_story.html.
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[IpruMepoM IPaKTUYECKOI'O IIPHUMEHEHHS 3TUX IIPHUHIUIIOB SBASETCH peak-
musa CIIA na kubeparaky WannaCry B 2017 r.” O6BunuB CeBepHyto Kopero B
opraru3anuu ataku, CIIA npennpuHsAu oTBeTHBbIe KubOepMeprl®. OnHaKo 3a-
KOHHOCTbH TaKHUX AeHCTBUH ocTaeTcd IIpeaMeTOM AHUCKYCCHH, YYUThIBAS CAOXK-
HOCTHU C aTpubyIHell 1 OIeHKOH ITPOIIOPIIMOHAABHOCTH OTBETHBIX Mep [14].

Hcnoab3oBaHMe IIpaBa Ha CaMOODOPOHY [JAS OIIpaBAaHUS HACTYIIATEAbHBIX
kubeporiepaliiii BBI3bIBAET KPUTHUKY. HapylmeHune IPHHIIUIIOB IPOIIOPIIHO-
HAABHOCTH ¥ HEOOXOOUMOCTH MOZKET IIOAPBLIBATH MEKIAYHapOIAHBIE IIPaBOBHIE
HOPMBI M IIOBBIIIATH PHCK 3CKaArallmu KOHMAMKTOB [15]. Kpome TOro, oTCyT-
CTBHE YETKHUX COOTBETCTBYIOIINX MEXKIYHAPOAHBIX HOPM U MEXaHH3MOB pery-
AUPOBAHUS YCAOXKHSIET OIEHKY IIPAaBOMEPHOCTH TaKuX AeicTBuii [16; 17].

Honumuxo-npaeoebte u aonmpuuanbubte cnopuol

B pamkax 'pymnmbl npaBuTeabcTBeHHBIX 9KcriepToB OOH (GGE)® 6b140 mpu3HAa-
HO, YTO MEXKIYHAPOAHOE IIPAaBO IPHUMEHHUMO K KubeprpocTpaHcTBy. OgHAKO
roCyZapcTBa He JOCTHUTAHM €IMHOTO0 MHEHHS OTHOCHTEABHO KBaAU(MUKAIINN KHU-
OepaTak Kak akTa arpeCCHU UAM BOOPY:KEHHOIro HananeHus [12].

Poccusa BricTymaeTr 3a orpaHHYeHHe IIPUMEHEHHs CHABI B OTBET Ha Kubep-
aTaky U 3a YKpelAeHue IIpuHIINna KubepcyBepenureral?. Poccutickasa mo3uiiysa
OCHOBaHa Ha HEOOXOAMMOCTH Pa3paboTKH HOBBIX MEXKIYHAPOAHBIX HOPM, Y4HU-
TBIBAIOIIUX CIEIU(PUKY KHOEePIIPOCTPAHCTBA U IIPEA0TBPAIIAOIINX dCKAAAIIHNIO
KOH(pAUKTOB [18].

CoenunenHble [ITaThl HOAAEPKUBAIOT BO3MOKHOCTE IIPUMEHEHU ITpaBa Ha
€caM000OPOHY B OTBET HA CEpPhe3HbIe KUOEpaTaKW U CUUTAIOT, YTO CYIIECTBYIO-
Ipe MeKAyHapOoaHble HOPMBI MOTYT OBITH agaIllTHPOBAHbl K KHOEPIIPOCTpaH-
cTBY [4]. OHM aKIEeHTHUPYIOT BHUMAaHNE Ha HEOOXOAUMOCTH CAEPKUBAHUL U I'O-
TOBHOCTHU K OTBETHBIM AEHCTBUAM.

Kuraili mpoaBuraer KOHIIEIIIHIO KHOEPCYBEpPEHUTETA M TOCYAapCTBEHHOTO
KOHTPOAS HaJ KHOEepHIpOoCTPaAHCTBOM!!, BBICTyHas 3a CTPOTHUI HAIIMOHAALHBIN

7 The White House (U.S.). Press briefing on the attribution of the WannaCry malware
attack to North Korea. URL: https://trumpwhitehouse.archives.gov/briefings-
statements/press-briefing-on-the-attribution-of-the-wannacry-malware-attack-to-
north-korea-121917/.

8 Department of justice (U.S.). North Korean regime-backed programmer charged with
conspiracy to conduct multiple cyber attacks and intrusions. URL: https://www.
justice.gov/archives/opa/pr/north-korean-regime-backed-programmer-charged-
conspiracy-conduct-multiple-cyber-attacks-and-intrusions.

9  [oraanm I'pymribl IpaBUTEABCTBEHHBIX 3KCIiepToB OOH 110 pa3BuTHiO B 06AaCTH HH-
hbopMaIMOHHO-KOMMYHHUKAIITHOHHBIX TEXHOAOTHM B KOHTEKCTE MEXKIAYHapOMIHOMU
6ezomnacHoctu. [lokymeHT OOH A/68/98,2013 r. URL: https://undocs.org/A/68/98.

MU/ Poccum. ITosunusa Poccuiickoit Peneparivu 1o MekayHapoaHOH HHpopMAaIii-
oHHOM Oe3omacHocTH. 2018. URL: https://www.mid.ru/foreign_policy/information_
security/-/asset_publisher/.

11 Cyberspace administration of China (CAC). International strategy of cooperation
on cberspace (MexayHapomHas crparerus Kuras IO COTPYAHHUYECTBY B Kubep-
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KOHTPOABb UM IIPOTHUB BHeIIHero BMelnareabcTBa [10; 6]. Kuralickaa mo3mnusg
Iozpa3yMeBaeT TaKKe HeOOXOAUMOCTb MEXKAYHAPOAHOIO COTPYAHUIECTBA AAL
pa3paboTKH HOBBIX HOPM U IIPaABHA IIOBEAECHHUSA B KHOEPIIPOCTPAHCTBE.

He kaxknoe HapylleHHe CyBepeHUTETa depe3 KubepaTaKy MOXKeT OBbITh IIPH-
PaBHEHO K IIPUMEHEHHIO CHABI. [Tpobaema aTpHOyLIHH — TOYHOTO YCTAHOBAECHHS
HCTOYHHKA KUOepaTaK! — YCAOXKHSIET IIPUMEHEHHE IIpaBa Ha caMoobopoHy [14].
YacTo HEBO3MOIKHO C IIOAHOM YBEPEHHOCTBIO OIIPEAEAUTH, KAKOE MMEHHO TOCy-
JapCTBO UAU aKTOP HECET OTBETCTBEHHOCTH 3a aTaky, UTO 3aTPyAHAET IPHHSI-
THE IIPaBOMEPHBIX OTBETHBIX Mep'2.

IIepcnexmuest kodudurauuu u yHugdurayuu Hopm

OpmHOM M3 KAIOYEBBIX MHHUIIMATHB B 00AACTH PEryAMpoOBaHUS KHOEpIpoCcTpaH-
CTBa ABAdETCS AedTeAbHOCTh OTKpPBITOM paboueit rpynmnsl OOH (OEWG), yupe-
xkneHnHoi [enepaarHoit Accambaeeit OOH B 2018 r.!° Lleab 3T0# IpyIIIBI COCTO-
UT B pa3paboTKe OOLICTTPUHSITHIX HOPM, IIPABUA U IIPUHITUIIOB OTBETCTBEHHOTO
IIOBEeIEeHNd TOCyHapCTB B KubeprnpoctrpanctBe. B 2021 romy rpymma omybAu-
KOBaAa OOKAAA', MOATBEPIKAAIONINN ITPUMEHUMOCTE MEXKAYHAPOIHOTO IIpaBa
B KHOEPIPOCTPAHCTBE U ITOAYEPKHUBAIOIINI HEOOXOAUMOCTDb MEXKAYHAPOIHOTO
corpynHudectBa [15]. [IponaeHne MaHaarta rpynmnsl o0 2025 r. CBUAETEABCTBY-
€T 0 HaMEePEeHUHU IIPOLOAKUTE PabOTy HaL PEKOMEHIAIIHUSIMU.

Kpowme Toro, 'pynmia npaButeabcTBeHHBIX 3KcnepToB OOH (GGE) 3anuma-
eTCs U3yYEeHHEM MepP II0 YKPETIACHHIO 6e30IMacCHOCTH U CTAOUABHOCTU B KUOEp-
mpoctpaHcTBe'®. B mokaazne 2021 r. GGE'® nmoaTBepauAa, 9YTO MeXKAyHAPOIHOE
npaBo, Bkaouasg YcraB OOH, mpuMeHUMO K KHOEepHIpoCTpaHCTBY. Briau pas-
paboTaHbI MOOPOBOABLHBEIE HOPMBI OTBETCTBEHHOTO ITOBEAEHMS I'OCYIAPCTB, YTO
ABASIETCH BasKHBIM LIATOM Ha ITIyTH K KOAU(DHUKAIIIH.

npoctrpanctBe). URL: https://www.xinhuanet.com/english/china/2017-03/01/
c_136094371.htm.

12 Pesoaronius ['enepasbHoit Accambaen OOH 74/247. IIpoTHBOAEHCTBUE UCIIOAB30-
BaHHUIO HH(OPMAIIMOHHO-KOMMYHHKAIIMOHHBIX TEXHOAOTHM B IIPECTYIIHBIX IIEATX,
2019 r. URL: https://undocs.org/ru/A/RES/74/247.

Opranuzamnusa O6benuHeHHBIX Harwmii. Paboyasg rpynma OTKPBITOTO COCTaBa IO BO-
mpocam 6e3onacHocTH B cdpepe ncroab3oBanus MKT u camux KT (2021-2025). Odu-
muasbHag crpanula 3acenanuii (UNODA Meetings Place). URL: https://meetings.
unoda.org/open-ended-working-group-on-information-and-communication-
technologies-2021.

Oprauunszanusa O6bequHeHHBIX Harmii. ToroBeiit qokaan Paboueil rpymIibl OTKPBITO-
T'0 coCcTaBa M0 BOIIpOCaM pa3BUTHA B cdepe HHPOPMAITMOHHO-KOMMYHHUKAITHOHHBIX
TEXHOAOTHI B KOHTEKCTEe MeXKIyHapomHoiH OesomacHocTtu (2019-2021). A/75/816.
Hrro-Mopk : OOH, 2021. URL: https:/ /undocs.org/ru/A/75/816.

Opranuszanusa O6vpenuHeHHbIX Hatuii. [Jokaan [pynnbl IpaBUTEABCTBEHHBIX 9KCIIEP-
TOB IO AOCTHKEHHUSAM B 00AaCTH HH(MOPMAIIMOHHO-KOMMYHHUKAIIMOHHBIX TEXHOAO-
Uil B KOHTEKCTe MeXKIyHaponHoil 6e3omacHoctu. [JokymeHnT OOH A/70/174. Hrro-
HMopxk : OOH, 2015. URL: https://undocs.org/ru/A/70/174.

16 Cwm.: Jokyment OOH A/75/816.
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Bynanemrckasa KoHBeHIusa o KubeprpectynHocta 2001 r.'” ocraercd equH-
CTBEHHBIM OeHCTBYIOUIMM MeXXAYHAPOAHBIM [IOTOBOPOM, PETYAUPYIOIIHUM BO-
mpocsl KubeprpectynHocTH'®. B Hacrosmee Bpemsa BemeTcss paboTta Hazn Bro-
PBIM [IOIIOAHHTEABHBIM IIPOTOKOAOM, IIEABIO KOTOPOIO SIBASETCS YAYYIIICHHE
MEXIYHaPOAHOTO COTPYAHHUYECTBA B 3TOH 06AACTH.

PazauyHble perHoHaABHBIE OPraHU3AIlMH TAaK¥XKe IIPUHUMAIOT MEPBI [IAS
yKpemnaeHusa KubepOesonacHocTu. EBponedickuil cow3 npuHSA [UPEKTHUBY
NIS2, mampaBAeHHyI0 Ha IIOBBIIIEHHE YPOBHsS KubepbeszomacHocTtu B EBpore
[19]. HATO mpm3HaeT KHOEPIIPOCTPAHCTBO KaK CPepy BOEHHBIX oleparuil u
paboTaeT Hax pasBUTHEM KHOepCIIOCOOHOCTEH cBOUX YAeHOB [20].

HecMmoTpsa Ha 3HAQYUTEABHBIE YCUAHUSA TOCYAApPCTB U OPTaHU3alUi, CyIIECTBY-
IOT Cepbe3Hble MIPENITCTBHS HA IIyTH K YHU(PHUKAIINKE HOPM B KHUOEPIIPOCTpaH-
crBe. Iloagpu3zanusa MO3UIIUY TOCYAapCTB IO BOIIPOCaM KHUOepCyBepeHUTeTa U
cBOOOBI MHTEPHETA 3aTPyAHSET OOCTHKeHHe KoHceHcyca [10; 15]. Pasanuua
B IOAXOOaX K PETYANPOBAHUIO KHUOEPIPOCTPAHCTBA U HELOBEPHE MEXKIY IoCy-
JapCTBaMH, BBI3BAHHOE OIIACEHHSIMH OTHOCHTEABHO BMEIIATEABCTBA H IIIITHO-
HaxXa, OCAOKHSIOT MEXXAYHAPOIHBIN AUaA0T!®.

TexHHUYEeCKHE CAOKHOCTH, TAKHUE KaK IIpobaeMa aTpudyLuu KubepaTak, Tak:Ke
IPENSTCTBYIOT pa3paboTke 3(p(peKTUBHBIX IIPABOBBIX MEXaHU3MOB. Be3 Bo3MOK-
HOCTH TOYHO YCTAHOBUTH HCTOYHUK aTaKH IPHMEHEHHEe MeXKIYHAPOIHOTO IIpaBa
U IPHUBAE€UYEHNE BUHOBHBIX K OTBETCTBEHHOCTH CTAHOBATCS 3aTPYIHUTEABHBIMIZC.

[TepcrieKTHUBBI Pa3BUTHA MEXKAYHAPOIHOTIO IIpaBa B obaacTu Kubepbesomnac-
HOCTH CBSI3aHBI C IIPOJIOAKEHHEM pPaboThl MEXXAYHAPOAHBIX OpPTaHU3aIUH U
VKpPENAeHHEeM COTPYAHHUYECTBA MEXKAY IOoCyAapcTBaMu. MHOTOCTOPOHHHUM ITOMI-
XOM, BKAIOUAIOUIUY MApPTHEPCTBO MEXKAY TOCyAAapCTBaMH, YaCTHBIM CEKTOPOM
U TPaKJaHCKHUM OOIIECTBOM, MOXKET CIIOCOOCTBOBATH pa3paboTKe OOIIEepPUHS-
THIX HOPM ¥ CTaHAAPTOB.

OOcyxaeHHE H 3aKAIOYEHHE
IIpumenenue npaeoesix Kpumepuee u MeiOYHAPOOHBLX HOPM
Ha npakmuke

HarnonaabHble cTpaTernu Kub6ep0be30acHOCTH Pa3ANYHBIX TOCYAaPCTB AeMOH-
CTPHUPYIOT pasHoobpasue IIOAXOM0B K IIPHUMEHEHHIO IIPaBOBBIX HOPM B KHUOep-
IIPOCTPAHCTBE.

CoBetr EBpomrpl. KouBeHinsa o kubeprpectynHoctu (BymamemrTckKas KOHBEHITHS).
BynanemrT, 23 Hosi6pa 2001 r. ETS No. 185. URL: https://www.coe.int/en/web/
conventions/full-list/-/conventions/treaty/185.

Mexnynaponusiii KomuteT Kpacunoro Kpecra. MexayHaponHoe r'yMaHHUTApHOE IIpa-
BO U KHOepoIlepalii BO BpeMs BOOPYKEHHBIX KOH(AUKTOB. 2Kenena : MKKK, 2019.
URL: https:/ /www.icrc.org/sites/default/files/document/file_list/icrc_ihl and_
cyber_operations_during armed_conflict_ru.pdf.

19 North Atlantic Treaty Organization (NATO). NATO 2022 Strategic Concept (Ctpare-
rudeckad KoHienmsga HATO 2022 r.). Adopted in Madrid, 29 June 2022. Brussels :
NATO, 2022. URL: https://www.nato.int/strategic-concept/#download.

20 Cwm.: oxkymentr OOH A/RES/74/247.
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Poccusa B [JokTpuHe HH(MOPMAIIMOHHOM 6e30macHoCTH?! paccMaTpUBaeT KHU-
Geparaky, HapyLIAIOIHe CYBEPEHUTET, KaK IIOTEHI[MAABHbIE aKThl arpecCHH,
[azKe €CAW OHM He NPUBOAAT K (pu3mdeckoMy yiepby. Poccusa nmomgepruBaet
HeoOXOOUMOCTD Pa3paboTKH HOBBIX MEKIYHAPOAHBIX HOPM, IIPU3HAIOIINX KH-
GepcyBepeHUTET U 00eCIIeYNBAIONINX HAITMOHAABLHYIO 6€30I1aCHOCTD.

Coenunennnie IITaTel AMEPUKH KBaAUUIIUPYIOT CEPhe3Hble KHubepaTaku
Ha KPUTHYECKYI0 HHMPACTPYKTYPYy KakK IpuMeHeHHe cuabl. B HamnoHaabsHOH
crpareruu KubepbezonacHoctr 2018 r. CIIIA 3ag9BAFIOT O TOTOBHOCTH IIPHUMe-
HATH IIPAaBO Ha caMoobOpOHY B OTBeT Ha Takue yrposwr??. CIIA cuwutaroT, 4TO
CYILIECTBYIOIIINE HOPMBI MEXKAYHAPOAHOIO IIpaBa MOTYT ObITH agallTUPOBAHBI K
KHOepIpoCcTpaHCTBY 0e3 HeOOXOAUMOCTH pa3paboTKH HOBBIX JOTOBOPOB.

BeaukobpuTaHusa IIpH3HaAEeT BO3MOKHOCTL KBaAM(DHUKAIIMKU KHbepaTak Kak
aKTa arpecCUU IIPHU HAAMYWH 3HAYUTEABHOTO yiepba. B HalmonaavHo# cTpaTe-
ruu KubepbesomacHocTd 2022 r. HOAYEPKUBAIOTCSI HEOOXOIUMOCTD aaIlTallun
CYLLECTBYIOIIUX HOPM MEXAYHAPOAHOTIO IIpaBa U BaXXHOCTb MEXKAYHaPOIHOI'O
coTpymHudecTBa?.

Kuraii 3aHMMaeT MO3UIIHUIO, COTAACHO KOTOPOH KubepaTakH, IIOAPHIBAOIIINE
HAIlMOHAABHBIE HMHTEPECHI, IBASIIOTCS YI'PO30i cyBepeHuTeTy. Kurait mpoasura-
€T KOHIIEIIINIO KNOEePCyBEPEHUTETA U FOCYAAPCTBEHHOIO KOHTPOAS Ha KHUOEP-
IIPOCTPAHCTBOM, BBICTYIIas 3a CO3/IaHHE HOBBIX MEXKIYHAPOMHLIX HOPM, IIPHU-
3HAIOUINX IPABO FOCYyAAaPCTB Ha KOHTPOABL HAJl CBOUMH KHUbOepcucTeMaMu?*.

Pazauyns B moaxonax 3aTpy[HSIOT pa3paboTKy €OWHBIX MEKIYyHaPOIHBIX
HOpPM. O]IHaKO IIpaKTHUKa IIPUMEHEHHA IoCyapCTBaMi HAITUOHAABHBIX CTpaTe-
TUH ¥ y49acTHe B MEXKAYHAPOAHBIX MHHUIIMATHBAX NEMOHCTPUPYIOT CTPEMAEHIE
HafTH 6araHC MeXKAy HAIIMOHAABHBIMH HWHTEpPecaMH U HEOOXOAUMOCTBIO TAO-
6aABHOTO PETYAUPOBAHUS.

3agAoueHHE

[IpoBeneHHBIN aHAANS3 MEXKAYHAPOAHO-IIPABOBBIX aKTOB U JOKTPUHBI MeXIyHa-
poOHOTO IIpaBa AEMOHCTPUPYET, YTO KubepaTakKyl MOIyT KBaAU(PUIINPOBATHCI
KaK «IIPUMEHEHHE CHABD» HAH «aKT arpeCCHUM», €CAH OHU BBI3BIBAIOT CYIIIECTBEH-
HBIH yIIepb, COIIOCTABUMBIHN C IIOCAEACTBUAMH TPATUIIHOHHOTO BOOPYKEHHOTO
HarnaneHus. OgHaKO OTCYTCTBHE YETKHUX MEXAyHAapPOAHBIX HOPM H Pa3sAUYHd B

21 NokTpuHa HHGMOPMAIMOHHON 6e3omacHocTu Poccuiickoft denepanuu (yrB. YKa30M

[IpesunenTa Poccuiickoit Peneparyu ot S nekabpsg 2016 r. Ne 646). URL: https://
base.garant.ru/71556224/.

22 Cwu.: National Cyber Strategy of the United States of America, 2018.

25 HM Government (United Kingdom). National Cyber Strategy 2022 (HamuonaabHas
crparerus kubepbesonacuHoctu 2022 r.). London : HM Government, Dec 2021. URL:
https:/ /www.gov.uk/government/publications/national-cyber-strategy-2022.

2% Ministry of Foreign Affairs of the People’s Republic of China. International Strategy
of Cooperation on Cyberspace (MexayHapomHas cTpaTerus coTpyaHudecTBa Ku-
Tas B KubOepripoctpaHcTBe). Beijing, 2017 Mar 1. URL: https://nsarchive.gwu.edu/
sites/default/files/documents /3521689 /Document-12-Ministry-of-Foreign-Affairs-
People-s.pdf.
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IIO3UIINAX TOCYAAPCTB CO3AI0T 3HAYUTEABHbIE TPYAHOCTH B IIPUMEHEHUH IIpa-
Ba Ha caM0000pOHY B KHOEPIIPOCTPAHCTBE.

Heob6xoamMocTh amanTaiii MeXAyHAPOIHOTO IIpaBa K peasusaM UG pPOBOHi
9II0XM CTAHOBHUTCH Bce 6oaee oueBHAHOMN. TpaauIlMOHHBIE HOPMBI, pa3pabdoTaH-
HbIE IAS PETYAUPOBaHUA (PU3UYIECKUX BOOPYKEHHBIX KOH(MAUKTOB, HE BCETAa
93¢ deKTHBHO NIPUMEHHUMBI K KHuOepaTakaM, YTo TpebyeT MX IepeoCMBICACHUSI
u obuoBAeHUd. [IpobaeMa aTpUOYIIMH OCTAETCH OOHUM U3 KAIOUEBBIX IIPEMST-
CTBHH, IIOCKOABKY CAOKHOCTH B YCTAHOBACHHH HCTOYHHKA KHOepaTak 3aTpya-
HSIOT IIPABOIIPUMEHEHNE U IIPHUHITHE 0O0CHOBAHHBIX OTBETHBIX MEP.

MexkayHapomHOe COTPYAHHYECTBO IIPHOOpeTaeT CYIIHOCTHOE 3HadeHHe:
TOABKO Yepe3 AUAAOT U COBMECTHbBIE YCUAUST BO3MOKHO pa3paboTaTb YHU(UIIH-
POBaHHBIE HOPMBI U MEXaHU3MbI HpOTHBO}IefICTBI/IH KI/I6epaTaKaM. Pazauaug B
HAIIMOHAABHBIX IIOAXO0AAX MOMYEPKHUBAIOT BAXKHOCTL KOMIIPOMUCCA W IIOHCKA
basaHca HHTEpPecoB Iad 3(P(PEKTHUBHOIO PETYANPOBAHUS KHOEPIIPOCTPAHCTBA.

PexoMmeHyeTCS MHUIIMUPOBATEH IEPETOBOPHI IO CO3AAHUI0 MEKIYHAPOIHBIX
JIOTOBOPOB, YYHTHIBAIOIINX CHEITU(PUKY KHOEePIIPOCTPAHCTBA U MHTEPECHl BCEX
TOCYOApCTB. YCHAEHUE MEXAYHAPOIHOTO COTPYIHUYECTBA, CO3MAHUE ITAAT(OPM
[ oOMeHa uH(opMaIe U IPOBeIeHUT COBMECTHBIX PACCAEIOBAHU [TIOMOTYT
MIOBBICUTE 9(p(hEeKTUBHOCTE IPOTUBOIEHCTBHUS KHOEpyTrpo3aM U YPOBEHb JOBEPUS
MeK Iy rocymapcTBaMu. [IpusHanne KubepcyBepeHUTeTa B YBasKeHHe IIpaBa ro-
CyZapCTB Ha KOHTPOAb HaJZl CBOMM KHOEPIIPOCTPAHCTBOM MOTYT CIIOCOOCTBOBAThH
CTaOMABHOCTH U IIPEACKA3yEMOCTH B MEXKIAYHAPOIHBIX OTHOIIIECHHIX.

Co3zmaHue MeXXAyHapOAHOTO MeXaHU3Ma aTpulyIuu KubepaTak, OCHOBAHHO-
'O Ha O6H.[erI/IHHTbIX METOAOAOINLX U CTaHAApPTaX, IIO3BOAUT IIPUBACKATH BU-
HOBHBIX K OTBETCTBEHHOCTH U CHH3UT PUCK OIIHOOYHBIX 0OBHHeHU. B3anmo-
IIOHUMAaHHUE N COTPYAHHUYECTBO I'OCYAApPCTB SABAGIOTCS KAIOYEBBIMH (PaKTOpaMH
B obecrieueHUN 6e30TIaCHOCTH B KubeprpocTpaHcTBe. COBMECTHBIMU YCHAUSMU
MeZKIyHAPOIHOE COODIIIECTBO CMOXKET CO31aTh 3(p(PEKTHUBHYIO CHCTEMY IIPOTHBO-
JefCTBUS KHOEePyTpo3aM, 00ECIIEYuB MUP U CTAOUABHOCTE B IIU(PPOBYIO SIIOXY.
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