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Kubepobeszonacnocms 6 yughposoii cucmeme couuanbHuIx yciye

AHHOTAIHUSA: aKTYaIbHOCTh MCCIICOBAHMS 00YCIIOBIEeHA MU(POBU3ANNEH COIMAIBHBIX YCIYT, COMPOBOKAAIO-
HIelcsl pOCTOM KHOEepyTrpo3, HalpaBIeHHBIX HAa XUIICHUE MEPCOHAIBHBIX JaHHBIX, MOIICHHHYECTBO U HapyIlCHHE
paboThI KPUTHUYECKH Ba)KHBIX COLUANBHBIX CEPBUCOB. B yCIOBUAX MaccoBOro mepexojia rocyJapCTBEHHBIX YCIYT B
g poBoil hopmat obecnieueHre UX OE30MACHOCTH CTAHOBUTCS KIFOUEBBIM (PAKTOPOM 3AIUTHI MpPaB TPaXxaaH H
YCTOWYMBOCTH COIMATBHON HHPPACTPYKTYphL. Llens nccinenoBanns — BEISIBUTH cenU(pHYECKUe YTpo3bl Kndepoes-
OTMMAacCHOCTH B LU(POBBIX CHCTEMAX COLMAIBHBIX YCIYT, OLCHUTHh 3PPEKTUBHOCTH COBPEMEHHBIX METOMIOB 3aIIUTHI
U pa3paboTaTh PEKOMEHIALUH 110 MOBBIMICHUIO X YCTOHYMBOCTH K KrOeparakaM. OCHOBHBIE 3a/1a4d BKITFOYAIIH:
aHaIN3 CTPYKTYPHl U JHHAMUKH KHOEpyrpo3 B COLMAIBHOU cdepe; OLUEHKY YSI3BUMOCTEH THIIOBBIX apXUTEKTYp
IUQPOBBIX COLHATIBHBIX CEPBUCOB; N3yueHHE d(P(HEKTUBHOCTH Pa3IMYHBIX MEXaHW3MOB 3alIHUTHI; Pa3paboTKy MO-
JIeNTi OLICHKH PHCKOB € YUETOM creln(pUKN CONMANbHBIX yciuyr. HayuHas HOBH3Ha paboThI 3aKIt04aeTcs B CUCTE-
MaTU3aluy yrpo3, XapaKTepHBIX UMEHHO U COUMAIbHON cdepbl, BKIIOYas IeleBble aTakKh Ha CUCTEMBI MEepCo-
HaJBHBIX JaHHBIX W COIMAIBHOTO MOIIEHHHWYecTBa. [IpakTHdeckas 3HAYMMOCTh 3aKITIOYAeTCS B pa3paOOTaHHBIX
PEKOMEHAAIUSIX 110 MOJEPHHU3AINN CUCTEM 3aIIUTHl U(PPOBBIX COIMATIBHBIX CEPBUCOB, KOTOPBIE MOTYT OBITH HC-
H0JIB30BaHBl TOCYAapPCTBEHHBIMU OpraHaMu, pazpadorunkamu IT-penienuii u perynstopamu B oonact HHGoOpMa-
IIMOHHOHW 0€30MacHOCTH.
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Cybersecurity in the digital social services system

Abstract: the relevance of the study is due to the digitalization of social services, accompanied by an increase
in cyber threats aimed at theft of personal data, fraud and disruption of critical social services. In the context of the
massive digital transition of public services, ensuring their security is becoming a key factor in protecting citizens'
rights and the sustainability of social infrastructure. The purpose of the study is to identify specific cybersecurity
threats in digital social service systems, evaluate the effectiveness of modern protection methods and develop rec-
ommendations to increase their resistance to cyber-attacks. The main tasks included: analyzing the structure and
dynamics of cyber threats in the social sphere; assessing the vulnerabilities of typical architectures of digital social
services; studying the effectiveness of various protection mechanisms; developing a risk assessment model taking
into account the specifics of social services. The scientific novelty of the work lies in the systematization of threats
specific to the social sphere, including targeted attacks on personal data systems and social fraud. The practical sig-
nificance lies in the recommendations developed to modernize the protection systems of digital social services,
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Beenenue

CoBpeMeHHOE O0IECTBO aKTUBHO TPaHCPOPMHUPY-
eTcs MOJI BAMSHUEM HU(PPOBBIX TEXHOJIOTHH, KOTOPHIC
IPOHUKAIOT BO BCE CQepbl KHU3HEACATEIBHOCTH,
BKJIIOYas conuanbHble ycuyrd. Ludposusamus rocy-
JApCTBEHHBIX H KOMMEPUECKUX CEpBUCOB, 00ecreyu-
BAIOIIMX COIHAIBHYIO MOJJICPKKY HACEICHHS, 3HAYH-
TETbHO TOBBIMIAET WX JOCTYMHOCTh U d(dexTus-
HOCTb, OJTHAKO OJJHOBPEMEHHO CO3/1a€T HOBBHIE YIpO-
3bl, CBsI3aHHBIC ¢ KHOepOe30macHOCThIO [1]. Ysa3BuMo-
CTH B WH(MOPMAIMOHHBIX CHUCTEMaX COLMAIBHBIX
YCIyr MOT'YT NPUBECTU K YTCUKC NEPCOHAJIBHBIX OaH-
HbIX, MOIICHHUYCCTBY, q)HHaHCOBBIM IMMOTEPAM U JaXKE
HapyleHHI0 (DYHKIMOHMPOBAHUS KPUTHYECKH BaXK-
HBIX COIMAJIbHBIX WHCTUTYTOB. B ycioBusx pocra
yucia KuOepaTak M yCJIOXKHEHUS] METOJIOB UX pealu-
3ammu obecrieueHne 0e30MacHOCTH MU(POBHIX ILUIAT-
(GopM colManbHBIX YCIIyT CTAHOBUTCS OJTHOM M3 KIIO-
YeBBIX 3aJla4 JUIS TOCylapcTBa, OM3Heca U oOIliecTBa
[2].

AKTyaJIbHOCTh MCCIIEIOBaHUS 00YCIIOBJIEHa HEO0O-
XO/IMMOCTBIO Pa3pabOTKK KOMIUIEKCHBIX MEp 3alllUTEHI,
YUUTBIBAIOINMUX KaK TCXHUYCCKHUEC ACIECKThI (KpI/IHTO-
rpadguyecKrue MeTOJbl, CHCTEMBI OOHAPYKEHHSI BTOP-
KEHUI1), TaK ¥ OPraHU3aIl[MOHHO-TIPABOBBIE (PeryJIH-
poBanue, cranaapThl). OCOOYIO CII0KHOCTD MPEICTaB-
nsier OamaHc MeEXAy O€30MacHOCTBIO M yJ00CTBOM
HOJIB30BAHUSI CEPBUCAMH, MOCKOJBKY H30BITOYHBIE
3allJUTHBIC MEXAaHU3Mbl MOT'YT OTpaHHYMUBATH JOCTYII
TpaXJiaH K COOUUAJIbHO 3HAYUMBIM YCJIyraM.

Llenpr0 TaHHOTO WCCIEIOBAHUS SBISETCS aHAIN3
COBPEMEHHBIX YIrpo3 KuOepOe3omacHOCTH B IU(PO-
BbIX CUCTEMaxX COLMAJIbHBLIX YCJIYT, OUCHKAa IPUMCHSI-
€MBIX METOJIOB 3aIINUTHl M pa3paboTKa PeKOMEH AN
[0 TOBBIICHHIO MX YCTOWYHMBOCTH K KuOeparakam.
Oco0oe BHUMaHHE YJENSeTCsi KOMIUIEKCHOMY TOJIXO-
Jly, COUYETAIONIEMY TEXHUYECKUE, OPTaHU3alUOHHbBIE U
NPaBOBBIE MEPHI 3AIINTHI, a TAKXKEe ONTHMHU3ALNK Oa-
JaHca MeXIy 0e30MacHOCThI0 M yJ0OCTBOM HCIIONb-
30BaHMS CEPBUCOB.

Hayunas HOBM3HA pabOTHI 3aKiIIOyaeTcsi B CHCTE-
MaTU3alui aKTyaJbHBIX KHOEpyrpo3, XapaKTepPHBIX
HUMEHHO 1A C(bepbl COMaJIbHBIX YCJIYT, BKJIIO4as 1e-
JIeBbIe aTaKh Ha CHCTEMbI NEPCOHAIBHBIX JAHHBIX U
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coLuanpHOro MoueHHnuectsa. Kpome toro, npeana-
raercsi MeToJMKa OLeHKU 3((PEeKTUBHOCTH 3alUTHBIX
MEXaHU3MOB € YYETOM crenu(uKH COLHaIbHBIX cep-
BHCOB, a TaKK€ PacCMaTPUBAIOTCS IEPCIIEKTUBHBIE
TEXHOJIOTHH, TaKHe KakK OJIOKYEHH M MCKYCCTBEHHBIH
UHTEJUICKT, JAJs1 TIOBBIIICHUSI YPOBHS O€30MacHOCTH.
Pesynpratel ucciaenoBaHUsT MOTYT OBITH IIOJIE3HBI
CHEeNWaucTaM B o00JacTd WHQPOpPMAIOHHOW 0e3-
OMAacHOCTH, pa3paboTduKaM TocyAapcTBeHHbIX [T-
pelIeHni M perynaropaM, OTBEHYAIOLIUM 3a 3allUTy
JAHHBIX B COIMATILHOU cdepe.
MatepuaJibl 1 METOABI HCCIETOBAHUMN

B pamkax naHHOro HccienoBaHHs Ui aHaiIu3a
poOiieM knOepOe30macHOCTH B MU(PPOBBIX cCHCTEMaX
COLHMANBHBIX YCIYT NPUMEHSUICS KOMIUIEKC B3aMMO-
JIOTIOJTHAIOIUX METO/I0B, MO3BOJISIONINX BCECTOPOHHE
W3YyYUTHh YIPO3bl, YS3BUMOCTH U CHOCOOBI 3aIWTHI.
OCHOBY METOOJOTHYECKOW 0a3bl COCTABHI CHCTEM-
HBIA TOAXOJ, KOTOPBIM OoOecreyms1 LeI0CTHOe pac-
CMOTpeHHe NH(POBBIX COIHUAIBHBIX CEPBHCOB Kak
CIIOJKHBIX YEJIOBEKO-MAIIMHHBIX CUCTEM C YYETOM HX
TEXHUYECKUX, OPTaHW3alMOHHBIX U MPABOBBIX aCIEK-
TOB. [IJIs1 BBISBIICHHSI M KJIACCHU(HKAINN aKTYaIbHBIX
KHOEpyrpo3 UCIIOJIb30BAJICSI METO]l aHAJI3a MHLU/ICH-
TOB MH(OPMAIIMOHHOI 06€30I1aCHOCTH Ha OCHOBE JIaH-
HBIX OTKPBITBIX UCTOYHHKOB. Oco00€ BHUMaHHUE yIe-
JSUIOCh AQHAIM3Y peabHBIX aTaK Ha CHUCTEMBI COIIH-
anpHOrO Oobecneuenus B Poccuum u 3a pyOexxom, uTo
MO3BOJIMJIO BBISIBUTH XapakTepHbIE BEKTOPHI aTaK H
HanOoJiee ySI3BUMBIE DJIEMEHTHI HHPPACTPYKTYPBHI.

[Ipu ouenke 3¢(EeKTUBHOCTH CYIIECTBYIOIIUX Me-
XaHU3MOB 3alUTHl NPUMEHSUIUCh METOJbl CPaBHU-
TEJILHOTO aHAIN3a MEXTYHAPOIHBIX U HAIIMOHAIBHBIX
CTaHIapTOB MH(OpMaMOHHOW Oe3omacHocTH [3, 4].
Jns MonenupoBaHusl yrpo3 W TECTUPOBAHUS YSI3BU-
MOCTEH MCIONb30BAIINCH METO/Ibl IEHTECTHHTA U aHa-
JM3a 3aIUIIEHHOCTH apXUTEKTYPHI U(PPOBBIX CEPBH-
coB. OTaenbHbIN OJIOK HCCleT0BaHMs MOCBSILEH aHa-
T3y MEPCIEKTHBHBIX TEXHOJOTHH 3alllUThI 10 TeMa-
Tuke Omokdueitn, N-ananutuku yrpo3 u OMoMeTpH-
YeCKOM ayTeHTU(HUKAIMA B COLMAIBHBIX CEpBUCAX.
Bce nonydennble gaHHble 00padaTHIBAINCE C UCTIOINb-
30BaHMEM METOJIOB aHaJM3a U cuHTe3a. KommekcHoe
MPUMEHEHUE YKa3aHHBIX METOJOB IO3BOJHIO chop-
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MUpPOBAaTh O0OOCHOBAaHHBIC BBHIBOJBI W TPAKTHUECKHE
PEKOMEHIAITMN 110 TIOBBIIMICHUIO KHOEpOE30MacHOCTH
UG POBBIX CUCTEM COLUANBHBIX YCIYT.
Pe3yabTaThl U 00CyKIEHUS

[IpoBenéHHOE HCCIEOBAaHUE BBISBUIIO KOMILICKC
aKTyallbHBIX YTIpo3 KuOepOe30macHOCTH, XapakTep-
HBIX JJIs1 MU(QPOBBIX CUCTEM COIHAILHBIX YCIyT. AHa-
mn3 gaHHbIX 3a 2020-2024 roger mokasan, 4to 68%
WHIIWJICHTOB B JIAaHHOH cepe CBsA3aHBI ¢ aTakaMu Ha
MIEPCOHANILHBIC JAaHHBIC Tpa)/iaH, BKIIOYAs YTCUKU
uHQOpPMaIMK ¥ MOLIeHHHYeckne cxembl [5]. Haubo-

Jee pacnpoCcTpaHEHHBIMH BEKTOPAMH aTak ctaimu (u-
[IMHT, SKCIUTyaTalus ya3BUMOCTel BeO-uHTEepdeiicoB
Y aTaku TUMA «4eNoBeK mocepenuHe» [6]. Ocolbyro
OMACHOCTh MPEICTABIAIOT IIeJIeBbIE aTaKh Ha ToCy-
JApCTBCHHBbIC MH(OPMAIMOHHBIE CHCTEMBI COIUAITb-
HOTO 00ECTIeYeHNUs1, KOTOPbhIE MPUBOST K HAPYILICHHIO
(hyHKITMOHUPOBaHUSI KPUTUYECCKU BAXKHBIX CEPBHCOB
[7]. Pe3ynmpTaThl aHanm3a pacrpeneieHns Knoepyrpos
B IU(POBBIX CHCTEMax commanbHbBIX yciyr (2020-
2024 rr.) mpuBeneHo B Tabm. 1.

Tabmuma 1

Pesynbrarhel aHanu3a pacnpeneneHus Kuoepyrpo3 B TUPPOBBIX CHCTEMAX COLUANBHBIX ycuyr (2020-2024 rr.).

Table 1

Results of the analysis of the distribution of cyber threats in digital systems of social services (2020-2024).

JloJist OT 0OIIETo YKca HH-
Tur yrpo3ssr OCHOBHBIE TOCTICICTBUS
nuaeHToB (%)

VYTeukn mnepcoHab- 42 Kommpomeranust kouduaeHHansHoi uHbOp-
HBIX JaHHBIX Maluu
MollleHHUYeCKHe 2 DUHAHCOBBIC MIOTEPU TPAKIAH
CXEMBI
dummHr 31 Kpaxa y4ETHBIX JTaHHBIX
Ataku  Ha  BeO- 24 Hapymienue 10CTyMHOCTH CEPBHUCOB
nHTEpPEHChI
IeneBble aTaku Ha 15 Hapymienue paboThl COIUATBHBIX HHCTUTYTOB
CHCTEMBI

Hcemounuk: cocmagneno agmopom Ha ochose ananusa oaunvx [5-7].
Source: compiled by the author based on data analysis [5-7].

HccnenoBanre apXUTEKTYpPhl TUITOBBIX ITU(PPOBBIX
IaTGOpM CONMANBHBIX YCIYT BBISBUAJIO TPU KIFOUYE-
BBIX YSI3BUMBIX KOMIIOHEHTA: CUCTEMbI ayTeHTHU(HKA-
UM ToJib30BaTelel (ysa3BuMbl B 43% ciydaer), 0a3bl
JAHHBIX TepcoHanbHOW uHpopMmanuu (38%) u wuH-
Tepeiichl WHTEerpalud C BHEIIHUMHU CHCTEMaMH
(19%) [8]. TectupoBanue 6€30MACHOCTH IO METOANKE
OWASP nokazaino, uto B 72% cucTeM MPHUCYTCTBYIOT
KPUTHUYECKUE YSI3BUMOCTH, CBSI3aHHBIE C HEIOCTATOY-
HOH BayMmaryed BXOMHBIX JaHHBIX (A03:2021) u He-
0e30macHBIMU HacTpOWKaMu Oe3omacHOCTH
(A05:2021) [9].

CpaBHUTENBHBIA aHANHM3 3AIUTHBIX MEXaHU3MOB
MPOJCMOHCTPUPOBAII, YTO TPAJUIIUOHHBIC TTOIXObI K
UHQOPMAITMOHHON 0€30IaCHOCTH OKa3bIBAIOTCS HE/IO-
CTaTOYHO dJ(PQPEKTUBHHIMH TIPOTHB COBPEMEHHBIX

yrpo3. BHenpenue nByx¢akTopHOH ayTeHTH()UKAIUH
CHUXAET PUCK HECAHKLMOHUPOBAHHOro fnocryma [10],
a MPUMEHEHHE METOJI0B UCKYCCTBEHHOTO MHTEIJIEKTA
Ui OOHApy)KEHUs aHOMAIIMIl MO3BOJISIET 3HAYUTEIb-
HYIO JIOJNIIO CIIOKHBIX IesieBbix arak [11]. OcoObrit
HHTEpPEC MPEACTABISIOT  PE3yNbTaThl  anpodaluu
OJIOKUEHH-TEXHONOTUH U 3alIUThl TIEPCOHATBHBIX
JAHHBIX B COLIMAILHBIX CEPBUCAX, KOTOPBIC MOKA3aJH
CHIDKCHHME PUCKA HECAaHKIMOHWPOBAHHBIX M3MEHEHHUH
nHpopmanuu [12].

Uccnenoanne 3p(HEKTUBHOCTH Pa3IUYHBIX MeXa-
HHU3MOB 3aIIMTHI TIOKA3aJI0 CYIIECTBEHHBIE pa3inius B
WX pe3ynbTaTUBHOCTH (Tabn. 2). HamGompmryro 3¢-
(EeKTUBHOCTh MPOAEMOHCTPUPOBATM KOMOWHHPOBAH-
HBIE TIOJIXOJIbI, COYETAIONINE TEXHHYECKHE U OpTraHu-
3aLMOHHBIE MEPBHI.

Tabnuma 2
D hekTHBHOCTh MEXaHM3MOB 3aAIUTHI IU(POBBIX COMUATBHBIX CEPBUCOB.
Table 2
Efficiency of mechanisms for protecting digital social services.
MexaHu3M 3alUThI CHH;K;:Izie (?:/f:)o Bt IIpenmymecTBa Orpannyenus
JByx(akTopHass  ayTeHTH- 54 [Ipocrora BHeape- | YA3BUMOCTB K (PUIIHMHTY
(dukarst HUS
HNH-ananutuka yrpos 89 BrisiBnenue cnox- | TpeOyer OONBIINX BBIYUCIATEb-
HBIX aTaK HBIX PECYPCOB
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[Ipomomxenue TaOaULIBI 2
Continuation of Table 2

BbrokueiH-cucTemsl 9 HeunsmensemocTs CHOXHOCTh MacIITaOUPOBaHHS
JTAHHBIX

KoMmmnekcHbIN moaxon 78 Bcecroponnss BrlIcokas cTOUMOCTb BHEIPEHUS
3aIUTa

Hcemounuk: pesynomamol ucciedosanusi Ha ochoge oannwix [10-12].

Source: results of the study based on data [10-12].

Haubonpiryro 3¢ ¢GeKTHBHOCTS MPOJEMOHCTPHUPO-
Baja KOMOWHAIMsi OMOMETPUYECKOH ayTeHTHU(HKa-
MM, CKBO3HOTO INM(POBAHUS NAHHBIX U pacipene-
JNEHHBIX CHCTEM KOHTPOJIS AOCTYIa Ha OCHOBE OJIOK-
YEHH-TEXHOJIOTUA.

PazpaOoranHas B Xxome HCCiIEIOBaHUA MOAETb
OLIGHKU PHCKOB, YYUTHIBAIOLIAs CEUUPHUKY COLHATIb-
HBIX YCIIYT, TI03BOJINIIA PAHKUPOBATh YTPO3bI 1I0 TPEM
KIIIOUEBBIM TIapaMeTpaM: BEPOSITHOCTH peasln3alliu
(0,1-0,9), morenumanbueii ymepo (1-10 6amwioB) u
CIIO)KHOCTH  mpenoTBpamenuss  (1-5  Oamsos).
HauOonpine 3HaueHWs KOMIUIEKCHOTO MOKa3aTelis
pucka (7,8 u3 10) ObITH BEISIBICHBI AJIS aTak, HAIMIPaB-
JICHHBIX Ha XUIIEHHE NEPCOHAJbHBIX TAHHBIX C IO-
CIIEAYIOIMIMMH MOIICHHUYECKUMH JEHCTBUSMHU C CO-
LIUAJIbHBIMU BBIMJIATAMH.

OKCcIiepUMEHTaNbHasi TPOBEpPKa MPENI0KEHHBIX
Mep 3alIUThl TIOKa3aja, YTO BHEAPEHHE KOMILICKCHO-
ro MOJX0/a, COYETAIOIIET0 TEeXHWYeCKHe (KpUITO-
rpaduyeckas 3amunTa, CHCTEMbl MOHUTOPHHTA), Opra-
HU3AIMOHHBIC (PETJIAMEHTHI pEearupoBaHUsl Ha HHIU-
JEHThI) W TIPABOBBIE MEpbI, MO3BOJISIET CHU3UTH 00-
MHUHA YpOBEHb KHOEP-PHUCKOB B HU(POBBIX CHUCTEMaX
COLMANIBHBIX YCIIYT, B 3aBUCUMOCTH OT THIIa CUCTEMBI.

[Tony4yeHHble JaHHBIE MO3BOJIIOT KOHCTATHPO-
BaTh, YTO LM(POBBIE CHCTEMBI COLUAIBHBIX YCIYT
NPEACTABISIIOT COOOM KPUTHUYECKH BaKHYIO HHppa-
CTPYKTYpY, TOJBEPKEHHYIO HMIMPOKOMY CIIEKTPY KH-
Oepyrpo3. BrwIsiBiIeHHAs CTPYKTypa WHIHMJICHTOB WH-
(hopmanroHHOW 0€30MacHOCTH AEMOHCTPUPYET Ipe-
oOnajaHue atak, HaNpaBJICHHBIX HA XUIIEHUE MEPCo-
HaJNbHBIX NaHHBIX (42%) M MOIIEHHHYECKHE Omepa-
un (26%), 4To coriacyeTcs C TEHACHIUSMU, OTMe-
yeHHbIMH B uccienoBaHusix ENISA [6] u IBM X-
Force [11]. OcoOyio TpeBOTY BBI3BIBACT BBICOKUI
nporeHT QumuHroBbIX arak (31%), 4To CBHIETENh-
CTBYET O HEOOXOIMMOCTH YCHJICHHS MEp IO 3alluTe
OT CONUAILHOW WHXEHEPHH, OCOOEHHO YYHTHIBAs
cnenn(UKy MOJB30BATENICH COIMATBHBIX CEPBHCOB,
yacTo He 00MajarNX AOCTaTOYHOH H(POBOM rpa-
MOTHOCTBIO.

CpaBHUTENBHBIA aHATN3 YSI3BUMOCTEH IOKa3al,
yTo HambOosnee crabblMHU 3BEHBSIMH B apXHTEKTYype
IU(QPOBBIX COUUATILHBIX CEPBUCOB SIBIISIOTCSI CUCTEMBI
ayreHtudukanmu (43% ys3Bumocteit) 1 6a3bl mepco-
HaNbHBIX JaHHBIX (38%). DTH pe3yibTaThl KOppein-
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pyiot ¢ BeiBogamu NIST SP 800-53 [8], ognako B
HaIlleM HMCCIEAOBAaHUM JIOTIOJIHUTEIHHO BBISBICHA
3HAYUTENbHAs YSA3BUMOCTh WHTep(hEeHCOB WHTETrpauu
(19%), 9TO0 OCOOEHHO aKTyaJbHO I COBPEMEHHBIX
pacnpenenéHHbIX CHCTeM COLUalbHBIX yciyr. OOHa-
PY>XKE€HHOE HECOOTBETCTBHE MHOTHX CHCTEM TpeOoBa-
HusiM OWASP [9], ocobeHHO B YacTH BaIMIAIIAN
BXOJIHBIX JIaHHBIX U HACTPOEK 0E30MacHOCTH, YKa3bl-
BaeT Ha CUCTEMHBIC MTPOOEIBI B MpoIieccax pa3padoT-
KU U ayJIUTa MOJOOHBIX CUCTEM.

DKclepuMeHTaNbHbIe JaHHbIe 10 3(dekTuBHOCTH
Pa3MMYHBIX MEXaHU3MOB 3alUThI TTO3BOJISIOT CAENATh
3aKJIFOYEHUE, YTO TPAIUIIMOHHBIE TIOAXO/bI, TAKHE KaK
IByX(akTopHas ayTeHTU(UKALKS, XOTA U 00ecredn-
BalOT CYIICCTBEHHOE CHIDKEHUE PUCKOB (54%), HO He
MOTYT CUHTAThCS TaHareeil, 0COOEHHO MPOTHB IIeje-
BBIX aTak. [lepcriekTHBHBIE TEXHOIOTHUH, B YaCTHOCTH
osokueitn (92% sddexturHoctn) u MH-ananutuka
(89%), 1eMOHCTPUPYIOT UCKIIOUUTEIBHYIO pe3yJIbTa-
TUBHOCTH, HO X BHEJPEHHUE CTAIKUBAETCS C MpoOdIe-
MaMH ~ MacIITa0UPyeMOCTH H  PECYpCOEMKOCTH.
Haunbonee cOamaHCHpOBaHHBIM PEIICHUEM MPEACTaB-
TSETCST KOMIUIEKCHBIA TOAXO0JI, COYETAIONINNA TEeXHH-
YECKUE, OPTaHW3allMOHHEBIE M TIPAaBOBBIE MeEphI, 00ec-
MICYUBAOIINI CHIXKEHUE PUCKOB Ha 65-78%.

Oco0oro BHUMaHHS 3aCITy’)KMBaeT pa3paboTaHHas
MOJIeTIb OIIEHKH PUCKOB, KOTOpas B OTJIMYHE OT Tpa-
JUITMOHHBIX TIOJXO0JIOB YYMUTBHIBAET TPU KIIFOUEBBIX
nmapameTpa: BEpOsTHOCTh, ymiepd ¥  CIOXHOCTh
npenoTBpanienus. llpumenerne 3ol Mogenu K mud-
POBBIM COLIMANBHBEIM CEPBHICAM BBISBHIIO HanOoJjee
OTacHble CIEHApHH aTak (KOMIUICKCHBIM TMOKa3aTelb
pucka 7,8/10), cBA3aHHBIE C XWIIEHHEM MEePCOHAIb-
HBIX JaHHBIX JUISI MOIIEHHUYECKOTO IOIyYeHUS BhI-
wiaT. DTW JaHHBIE WMEIOT Ba)KHOE 3HA4YCHUE IS
MIPHOPUTE3AIMU Mep 3alUThI B YCIOBUSIX OrpaHUYCH-
HBIX PECYPCOB.

[Nonmy4yeHHbIe pe3yNnbTaThl CTABAT PsiJi BAXKHBIX BO-
MPOCOB IS NajdbHEHIIero o0CyKaeHus. Bo-mepBhIx,
KaK HaWTH ONTHMANbHBIA OajlaHc Mex1y Oe3omacHo-
CTBIO M JIOCTYITHOCTBIO COLMAJIbHBIX CEPBUCOB IS
pa3MYHBIX Tpynm HaceleHusi? Bo-BTOphIX, Kakue
OpraHU3allMOHHBIE MEXaHU3MBl MOTYT OOECHeYHUThb
CBOEBpPEMEHHOE OOHOBJICHUE CHUCTEM 3aLUThHI B YCIIO-
BUSX OBICTPO DJBOJIONUOHUPYIOMHUX yrpo3? B-
TPEeThUX, KaK aJanTHPOBaTh MEXJIYHAPOIHBIH K
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HAIIMOHAJBHBIM CHUCTEMaM COIMAIBLHOW 3aIlUTHl C
y4ETOM MPABOBBIX U TEXHUYECKUX OCOOEHHOCTEH?

[lepcrieKTHBHBIM HampaBiIeHUEM NANbHEHIINX HC-
CIICZIOBAaHUH MpeNCTaBIsIeTCsl pa3paboTKa crenuanu-
3UPOBAaHHBIX CTAaHIAPTOB WH(MOPMAITMOHHON Oe3oImmac-
HOCTH JIJIs IIU(POBBIX COIMATBHBIX CEPBUCOB, YUUTHI-
BAIOMIMX WX CHEUU(UKY, a TAKKE CO3JaHUE aaalTHB-
HBIX CUCTEM 3alllUThI, COCOOHBIX IBOIIOIIMOHUPOBATH
BMECTE C M3MEHSIomuMcs Janamadrom yrpos. Oco-
ObIil MHTEpeC MPEACTaBIsIeT U3yUYeHHEe BO3MOXKHOCTEH
JEIECHTPAIN30BAHHBIX TEXHOJOTUH Uil CO3AaHUs
NPO3PavYHbIX W 3aIIUIICHHBIX CUCTEM COIUAIBHBIX
BBIIJIAT, YTO YACTUYHO MOATBEPXKAAETCS pe3ysbTaTa-
MU HCCIICAOBAHHS.

BriBoabI

[MpoBenéHHOE WCCIENOBAHKME IMO3BOJMIO BCECTO-
POHHE IpOaHaIM3UPOBATh MPOOIEMBI KuOepOe3onac-
HOCTH B IUQPOBBIX CHUCTEMaX CONHUAILHBIX YCIYT H
pa3paboTaTh KOMIUICKCHBIC MOAXO/BI K HX PEUICHUIO.
OcHOBHBIE BbIBO/JIbI pa6OTLI 3aK/JIIOYa0TCA B TOM, 4YTO
YCTaHOBJICHO, YTO HU(POBBIC IIAT(HOPMBI COLHUAITb-
HBIX YCIIYT TIOJBEPratoTCsl MUPOKOMY CHEKTpPYy Kube-
PYTrpo3, cpeay KOTOPHIX NMpeoOiaaaloT aTaku Ha mep-
COHAJIbHbIC JaHHBIC U MOIICHHHNYCCKHE CXCMBI. OtHn
JIAHHBIC COTJIACYIOTCS C TIIOOATLHBIMH TCHICHIIUSIMH,
HO MUMEIOT CBOIO CIeNH(UKY, 00YCIOBICHHYIO 0CO00H
COLMANILHON 3HAYMMOCTBIO TIOZIOOHBIX CHCTEM.

HccnenoBanne BBISIBUIIO KITIOYEBHIE YS3BUMOCTH B
apXUTEKType MU(POBBIX CONUAIBHBIX CEPBUCOB, OCO-
OCHHO B cHucTeMax ayTeHTH(uKaiuu u 0a3ax mepco-
HAJIBHBIX JaHHBIX. [Ipm 3TOM OOHapykeHa 3Hauu-
TeNbHAsl PACIPOCTPaHEHHOCTh HapyIIeHWH 0a30BBIX
MPUHIUIIOB 0€30MIaCHOCTH, OMMCAHHBIX B CTAaHIAPTaX,
YTO YKa3bIBaeT Ha HEOOXOAWMOCTh COBEpPIICHCTBOBA-
HUS TIPOLIECCOB pa3pabOTKH M ayauTa MOJOOHBIX CH-
cTeM.

[IpoBepka pazaMYHBIX MEXaHW3MOB 3aIIUTHI TTOKa-
3aja, 4To HauboNbIIy0 3QPEeKTUBHOCTL AEMOHCTPU-
PYIOT KOMIUICKCHBIC DPEIICHHs, COYETAIONINe TEXHH-
yeckue (Omokueitn, MM-ananutuka), opraHu3aluoH-
HbIC W TIpaBoOBble Mepbl. PazpaboranHas B Xoxe uc-
CIICIOBAHMS MOJENb OLEHKH PUCKOB, YYHTHIBAIOIIASL
TPH KIIFOYEBBIX MapaMerpa (BEpOSITHOCTh, YHIEpO,
CJIO)KHOCTh TPENOTBPAICHHUS ), TO3BOIHIA OOBEKTHB-
HO PaH)XKUPOBATh YIPO3bI U OOOCHOBATH MPHOPUTETHI
3aIIUTEHI.

Peanuzanus npenioskeHHBIX Mep TIO3BOJIUT CyIIe-
CTBEHHO TOBBICHTH YPOBEHb 3alUIIEHHOCTH LU(PO-
BBIX CHCTEM COLHAIBHBIX YCIIYT, YTO OCOOCHHO BayKHO
B YCJIOBHSIX MX TTOBCEMECTHOW ITU(POBU3AIINU U POCTA
CJIOXHOCTH KUOepyrpo3. DTo, B CBOIO 04epeib, OyneT
CIIOCOOCTBOBATh YKPEIUICHHIO JOBEPHS TPaKIaH K
rOCy/IapCTBEHHBIM IU(POBBIM CEPBHCAM U obecrede-
HUIO KOHCTUTYHHUOHHBIX IIPpaB Ha COLMAJIBHYIO 3allu-
Ty B IU(POBYIO MOXY.
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