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Hucmpymenmot OSINT Kaxk KOMHOHEHM CUCEMbL YRPAGAEHUA DUCKAMU

AHHOTaNUSA: Yyenvio UCCIENOBaHUS sBisieTcs aHanmn3 WHCTpyMeHTOB OSINT kak KOMIOHEHTOB CHICTEMBI
yIpaBiieHUs [UPPOBHIMHA PUCKAMHU.

Memoowi: nHDOPMaITMOHHYIO 0a3y MCCIEI0BAHUS COCTABMIM MH(POPMAIIMOHHO-aHATUTHYECKHE 0030PHI 10 KH-
Oepyrpo3aM B KOMIIAHHMSIX MaJIOTO M CpeIHEro OHu3Heca, SKCIEPTHOE MHEHUE CHELUAIMCTOB M0 MH()OPMAIMOHHON
0e30MacHOCTH U y4eOHO-METOJUUECKUE MaTepHallbl [0 pa3BeAKe MO OTKPBITHIM HCTOYHHKAaM. B paboTe ucmons3o-
BaHbI CJICYIOIIME METOMbI UCCIICOBAHUS: CpaBHEHUE, 0000IeHHEe, abCTparupoBaHue, KiacCupuKalys, CucTeMa-
TU3aLMs, CHHTE3 U CUCTEMHBIM MOIXOI.

Pesynomamur (Findings): B yCIOBHUSIX CTPEMHUTENBHOTO Pa3BUTHsI KHOSPYTPO3 M pOCTa 00bEMOB OTKPBITHIX JaH-
HbeIX HHCTpYMeHTH OSINT (pa3Beaka Ha OCHOBE OTKPBHITBIX MCTOYHHKOB) CTAHOBSTCS HEOTHEMJIEMON HacThIO CH-
CTEMBI ynpaBieHus: puckamu. B cratee ananusupyercs noreHuuan OSINT 17 BbISIBICHUS YSA3BUMOCTEM, MPOTHO-
3UPOBAHMSI MHIIMIEHTOB 1 MUHUMH3ALKU yTpo3 B KOpIopaTuBHOHU cpeze. PaccmarpuBatoTest MeToasl coopa, odpa-
OOTKHM W MHTEPIIPETAIIMN JAHHBIX U3 OTKPBHITHIX UCTOUYHHUKOB, & TAK)KEe X MHTErpallis B aBTOMAaTU3UPOBAHHBIC CH-
CTeMBI OlleHKH pucKoB. Ocoboe BHIMaHWE yaeneHo npaktuieckomy npumeHeHno OSINT B kubepbezomnacHoCTH,
BBIBJICHUIO YTe€YeK KOH(UACHIMAIbHON MH(OpMaLMyd 1 MOHUTOPUHIY TEHEBBIX CETMEHTOB ceTu. B pesynbprare
UCCIIeIOBAHUS TIPEAIOKEHBI MOJIX0/1bI K moBbIIeHuI0 3¢ dextuBHocTH OSINT B ynpasneHun puckamu, odecreyu-
BaIOIINE MPEBCHTUBHOE BBISIBIICHHE YIPO3 U CHIKEHHE MMOTEHIHAIBHOTO yIepoa.

Bv16006b1: noKa3zaHo, 4TO POCT HU(POBU3ALNN SKOHOMUKH PD compoBoKAaeTcsl 3HAUUTEIbHBIM YBEIHUCHUEM
KuOepyrpo3, npu 3ToM HauboJjee omacHbIMH SBJSIOTCS BpepoHocHoe 11O, ¢ummur n DDoS-ataku, a cpennue
yOBITKH OT yTeuek naHHbIX focturaioT $4,88 muH. [Ipumenenne mucrpymentoB OSINT u BHeApeHHE cUCTEM
yIpaBlieHUs] PUCKAMH TO3BOJISIOT 3((PEKTUBHO BBISBIATH YTPO3bl HA PaHHHUX dTarax, MUHUMU3UPOBAaTh (UHAHCO-
BbIE TIOTEPHU M COKpAIaTh BpeMs pearupOBaHus Ha HHIUACHTHI.

KarwueBrble cioBa: pazeeaka o oTkpbIThiM UcTouHMKaM, OSINT, mudposas tpancdopmarus, nHbOpMaIIuOH-
Has 0e3011aCHOCTb, HH()OPMAIIMOHHBIE PUCKH, KHOEpaTaku, MEpPbl MUHIUMHU3AI[UH
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OSINT tools as a component of the risk management system
Abstract: the purpose of the research is to analyze OSINT tools as components of a digital risk management
system.

Methods: the information base of the study included information and analytical reviews of cyber threats in small
and medium-sized businesses, expert opinions of information security specialists, and educational and methodolog-
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ical materials on open source intelligence. The following research methods were used in the work: comparison,
generalization, abstraction, classification, systematization, synthesis, and a systems approach.

Findings: with the rapid development of cyber threats and the growing volume of open data, OSINT (open
source intelligence) tools are becoming an integral part of the risk management system. The article analyzes the
potential of OSINT to identify vulnerabilities, predict incidents, and minimize threats in the corporate environment.
Methods of collecting, processing and interpreting data from open sources, as well as their integration into auto-
mated risk assessment systems, are considered. Special attention is paid to the practical application of OSINT in
cybersecurity, detection of confidential information leaks and monitoring of shadow network segments. As a result
of the research, approaches to improving OSINT's effectiveness in risk management are proposed, ensuring the
preventive detection of threats and reducing potential damage.

Conclusions: it has been proven that the growth of digitalization of the Russian economy is accompanied by a
significant increase in cyber threats, with malware, phishing and DDoS attacks being the most dangerous, and av-
erage losses from data leaks reaching $4.88 million. The use of OSINT tools and the implementation of risk man-
agement systems make it possible to effectively identify threats at an early stage, minimize financial losses and re-
duce incident response time.

Keywords: open source intelligence, OSINT, digital transformation, information security, information risks,
cyber-attacks, minimization measures
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Beenenue MartepuaJibl U METOABI MCCICAOBAHNIA

Cornacuo Ykasy Ilpesunenra Poccuiickoit ®epe- WNudopmainmonaeie  pucku B KOMITaHMSIX
pauuu ot 7 mast 2024 roga Ne 309 «O HaIMOHAIBHBIX MPEJCTABISIFOT COOOW  OMAacCHOCTh BO3HHUKHOBEHUS
nensx pa3sutus Poccwiickoit Denepanyn Ha TEpUOT yOBITKOB Wi ymiepba B pe3yiabTare oOOpabOTKH,
1o 2030 roga u Ha nepcnektuBy no 2036 roga» on- XpaHEeHUH W Tepenadyd WHGOPMAIMH C TIOMOIIBIO
HUM W3 MPUOPUTETHBIX HAMpaBlICHUW SBISIETCS LHU]- ABTOMATHU3UPOBAHHBIX WH()OPMAIMOHHBIX CHCTEM, a
poBasi TpaHchopMaIrs SKOHOMHKH, TTO3TOMY MOMHO TaKke cOoeB B pabore 3tux cucrteM. Kak mpasuiio,
HaOJIr01aTh BHEAPEHNE U(POBBIX TEXHOJIOTHI BO BCE BCE€ BHJIbI MHPOPMALIMOHHBIX PUCKOB B3aHMMOCBSI3aHBbI
cdepsl xxu3HU. Kak cnencteue nndpoBU3anuy yBeiau- W OKasblBAlOT  BIUSHHUA  HA  JIEATENILHOCTD
yrBaeTcs 00beM JIaHHBIX B MH(QOPMAIIMOHHON cpee, npennpustud. llpu 3TOM H3MeHeHHEe OJHOTO BHjAA
U B CBSI3M C OTHM HENPEMEHHO PacTET KOJIUYECTBO pUCKa MOXKET BBI3BIBATb HM3MEHEHHE OOJBLIMHCTBA
KuOepyrpos. OCTAIBHBIX. B MeToauyeckux mOCOOMAX NPHUBOAST

Tak, Hanpumep, 3a 2024 roj ObUIO BBISIBIEHO 00- pasznuyHble  Knaccuukamuu  MHOOPMAIMOHHBIX
see 30 ThIC. HOBBIX YSI3BHUMOCTEH, uTo Ha 17% 00b- pHUCKOB [2].
nre, 4eM B npeapinynieM roay. [lo nanuemv «Otyera o Ilo XapakTepy  MOCIEICTBHH BBIJIEJISIOT
rno6anbHBIX puckax 2024» BcemupHOro skoHOMHYe- JIOIIyCTUMBIE W KPHUTHYECKHE PHUCKH. JlomycTHMBIH
ckoro ¢opyma, KnOepOe30macHOCTh OCTaHETCs IOo- PUCK — 3TO pHUCK, TPHU HACTYIUIEHHH KOTOPOTO,
CTOSTHHOUW mpoOrnemoli, u B 2025 romy coxpaHHTCS OpraHu3allMd IIOHECYT MOTEPHU, HE IPEBBILIAIOLINE
PHCK aTaKk Ha TEXHOJOTMYECKHE PECypChl U YCIyTH, BEJIMYMHY OXHMIAeMOHl NPHOBIIM OT AEATENLHOCTH
BKJIIOYasi ()MHAHCOBBIE CHCTEMbI U KOMMYHHUKAIIMOH- MIPEATIPUSITHS U €r0 JeSTeNbHOCTh, MPOJOHKAET OBITh
Hyto uadpactpykrypy [1, 3]. nenecooOpa3Hoi. Kpurtndeckuii puck — 3T0 pUCK, B

AKTyaJbHOCTb HCCIIEAOBAaHHUA OOYCIIOBJIEHA TEM, pe3yabTaTe HACTYIUICHHS KOTOPOro, HPEANPHSATHIO
uyT0 48% BCEX NPEANPUATHI MAJIOro U CpeaHero Ous- TPO3ST TIOTEPH, TPEBHIIAIOIINE TIPEIIOIATAEMYTO
Heca ToJBepraiuch kubeparakaMm, a 43% u3 HUX He MpHOBUTE OT AEATEIHHOCTH TPEANPHUSATHSI, W MOTYT
MOTYT MOHSTh, KAKHE UMEHHO MEPbI 0€3011aCHOCTH UM MPUBECTH K IIOTEpE BCEX CPEACTB, BIIOKEHHBIX B
HEOOXOIMMBI, COTJIACHO JaHHBIM OITyOJUKOBAaHHBIM B peanu3aiuio npoexrta [5, 7].
otuere Sage Group «Kubepbe3omacHOCTs AJIs TpeI- Pe3yabTaThl H 00CYyKIEHUSI
NpUSATHA MajJoro W CpegHero OM3Heca: MPeoioJieHHE Peanuzanus uudposoro prcka BiedeT 3a coOoi
CII0KHOCTEN U IOCTPOEHUE YCTONYNBOCTH. HapyleHHe  3allMLIICHHOCTH  MH()OPMAIMOHHOM

CHCTEMBI OpraHHM3alu{, KOTOpas MpeICTaBIsIeT coO0i
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(YHKIWIO B3aMMOJICHCTBUSI OCHOBHBIX MMapaMeTpOB
3aIATH HHGOPMAIIHH:

- JOCTYITHOCTH;

- LIEJIOCTHOCTH;

- KOHQUACHITHATBHOCTH.

Oxa3spiBasi BIHMSHUEC HA OCHOBHBIC COCTABIISIOIIUC
MHQOPMAaIIMOHHON 0e30macHOCTH, LU(POBBIE PHCKU
TaKXe JENATCS MO0 THITy BO3JCUCTBHS Ha OOBEKTHI
HH()OPMAITMOHHON CUCTEMBI:

- kubepaTtaku Ha  CHUCTEMBI  yIpaBlICHHA
NPOHU3BOACTBOM. MOTYT NMPOW30MTH aTaku C LENbI0
TIOTYYCHUS KOHTPOJISI HaJl YIIpaBIIIEMbIMH
o0BbeKTaMu, HU3MEHEHUS MPOU3BOJCTBEHHOTO
npoliecca, BBIKIIOYEHUS 000pyI0BaHUs U T.1.;

- yreuku wHbopMarmu. B3momer 0a3 maHHBIX C
KOH(QUACHIMATPHON WH(pOpPMAnUeHd O MPOU3BOACTBE,
KIIMCHTAaX, IIOCTAaBIIUKAaX;

- colManbHas WHXCHepHs. ATaka Ha ciIaboCTH
YyeroBevYeckoro Qaktopa u cbop HHPOpMAIHH O
cUcTeMax, MapoisiX, aKKayHTax;

- pacchliKa BpEIOHOCHBIX IPOrpamMM  4epes
SIIEKTPOHHYIO TOYTY WJIH COLUANbHBIC ceTH. Moryr
HaHECTH yIepO YIpaBISeMbIM O0OBEKTaM, CHCTEMaM
yrpasieHust, 6a3aM JaHHbBIX;

- DDoS-araku. HamepeHHoe meperpyska cucTeM
JUITHAMH 3aMPOCaMU, YTO TPUBOJUT KO BPEMEHHOM
HEpabOTOCIIOCOOHOCTH CUCTEM U K TEXHOJIOIHMYECKUM
cOosIM;

- HCMONB30BAHUE YSI3BUMOCTEH B MPOrPAMMHOM

obecrieyennn. [lpu  OTCyTCTBUM OOHOBIICHHH H
3alIUTBl B CHCTEMY MOTYT TIONAcTh BPEIOHOCHBIC
IpOTPaMMBI;

- IPOHUKHOBEHHE B CHCTEMY 4depe3 OecIpOBOIHbIC
CeTH.  Ys3BUMBIE  TOYKH  JOCTya  MOTYT

UCIIOJIB30BaThCS I B3JIOMA CUCTEM;

- BHyTPEHHUE YIPO3bl OT COTPYAHUKOB KOMIaHHH.
HecaHKIIMOHUPOBAHHBIA JTOCTYII MJIM TEXHUYECKUE
omunOKH MOTYT TPUBECTH K yTeukam HH(opMmanmu
WIM HENPaBOMEPHOMY YIPABICHUIO IPOU3BOJC-
TBEHHBIM TIpoIieccoM. [6]

OnHMM 13 METOJIOB MPEAOTBPAILEHH BBIIIETIepey-
WCJIEHHBIX Knoepyrpos SIBJIAETCS cucrema
ynpasnenus puckamu (CYP), xoropas npeacraBiser
€000 KOMIUIEKCHBIH MMOAXOJ] K BBISBICHHUIO, aHAJIU3Y
¥ MUHUMH3ALUH NOTEHUUAIBHBIX YIPo3, CIIOCOOHBIX
NOBIHMATH Ha  OE€30MacHOCTb W CTaOMIBHOCTD
opraHu3alMy. BakHeWMM 3TaroM  yIpaBICHUS
pUCKaMHU SIBISIETCS BBIABJICHHE BCEX BO3MOXKHBIX
yIpo3 U ySI3BUMOCTEH, KOTOphIE MOTYT IOBIUATH Ha
0e30MacHOCTh OpraHu3ali. JTO MOXXET BKIIOYATh
aHaJIU3 BHYTPEHHHUX IPOLECCOB, U3yYEHHUE BHEIIHUX
(hakTOpOB M BBISIBIEHHE NOTEHINAIBHBIX UCTOUHHKOB

yrpo3 [2].
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B coBpeMEeHHBIX YCIOBUIX 3HAUUTENBHYIO POJIb B
3TOM IIPOLIECCE UTPAET pa3BellKa HA OCHOBE OTKPBITHIX
nctounnkoB (OSINT), koropast mo3BoOJsIET COOUPATh
W aHaIM3UpOBaTh HMHQOPMALMIO U3 PAa3TUUHBIX
HUCTOYHUKOB Ui INPOTHO3UPOBAHUS PHUCKOB H
NpuHATHSA pemreHud. [4] PaccMoTpuM mpuMeHeHHe
uHctpymertoB OSINT Ha mepBoM 3Tamne ynpaBieHHS
puckamu [8, 9, 10].

Hdns 3Toro  BCHOMOTaTelbHBIMH  METONAMHU
BBICTYMNAIOT cienytome nHeTpyMenTsl OSINT:

- [Touck ysi3BUMBIX CHCTEM B OTKPBITOM JIOCTYIIE —
MHCTpYMeHTHI, Takue kak Shodan, theHarvester mos-
BOJISIIOT BBISIBJIATH YCTPOWCTBA M CEPBUCHI, MOIKIIIO-
YEHHBIE K MHTEPHETY, KOTOPhIE MOTYT MPEICTaBISATH
yrposy s komnanuu. Hampumep, oOHapyxeHue ot-
KpbIThIX TOpToB SCADA-crcTeM Ha 00BEKTaX MOXKET
yKa3bIBaTh Ha MOTCHIIUAIILHBIC YSI3BUMOCTH.

- AHaiu3 yTeueK IAaHHBIX — CEPBHCHI, TaKHE Kak
Have I Been Pwned, DeHashed, moMoraroT BEIIBISTE
cllyyal KOMIPOMETAllMW YYETHBIX 3amucell CcOoTpyn-
HUKOB, YTO MOXKET NMPHUBECTH K HECAHKIMOHHPOBAH-
HOMY JOCTYIYy K KOPIIOPaTUBHBIM CUCTEMaM.

- MOHUTOpPHHT JIapKHETa W TEHEBBIX (QOPYMOB —
ucnonb3oBaHre HHCTpyMeHTOB Intelligence X, Dark
Web Monitor moMoraer BBISIBISATE 00CYKICHHS, Ka-
caromyecs aTak Ha OIPENENICHHYI0 KOMIIAHHUIO, yTe-
YeK KOpIopaTuBHOW MH(OpPMANWU W JTAHHBIX O IMPO-
JAHHBIX YSI3BUMOCTSIX.

- Pa3Benka o moTeHIMANBHBIX 3JI0YMBIIUICHHUKAX
— cepeuchl Social Links, Pipl, Sherlock mo3BosnsitoT
coOupaTh JaHHBIE O KHOEPIPECTYMHUKAaX U BO3MOXK-
HBIX WHULIMATOPaxX aTakK, a TaKKe aHATU3UPOBATH MX
AKTHUBHOCTb.

- Koppensiist JaHHBIX W3 Pa3IMYHBIX UCTOYHUKOB
— UHCTPYMEHTHI, Takue kak Maltego, SpiderFoot, mo3-
BOJISIIOT aHAJIM3MPOBATH B3aMMOCBS3M MEXIy OOHa-
PYXEHHBIMU OOBEKTaMH, TakuMHU Kak [P-agpeca, mo-
MeHBI, email-agpeca U comnuanbHble NPOGUIH. DTO
[IOMOTAET BBISBIATH MOTEHIHMAJIbHBIC aTaKH, CBA3aH-
HbIE C COLMAJIbHOW UHKEHEPUE.

[o pe3ynbTaraM JaHHOTO 3Tana MOYKEM HOITYYHTh
CHHMCOK HMH(OPMAIMOHHBIX PUCKOB. Tak, Hampumep,
IIPU aHAJIU3€ HECKOJIbKUX KOMIIAHUI Majoro u cpen-
HETO MpeINpPUHAMATENHCTBA C MOMOIIBIO MPOMHCaH-
HBIX BBIIIE MHCTPYMEHTOB OBUIM ONpPENENICHBI CIIEAy-
IOLIHME paclpoCcTpaHEHHbIE UHPOPMAIIMOHHBIE PUCKH:
aTaku Ha mepcoHan W ¢ummHr, BpemonocHoe [10,
DDoS u Dos araku, aTaku Ha CHCTEMbI YITPaBIICHUS
MPOMBIIIJICHHBIM ~ O0OpYZIOBaHHUEM, aTaku 4epes3
ycTpoiicTBa MHTepHET Bemled, ataku Ha oOJavyHBIC
WHPPACTPYKTYpBl, cOOM M OTKa3bl MPOTPAMMHBIX
CPEACTB M CETEBOT0 000PYIOBaHUS U JIp.

Hanee mocne BBISBICHUS PUCKOB ObUI HPOBEIEH
aHallM3 W  OIEHKa YPOBHS  IOTEHIMAJIbHOTO
BO3ACUCTBHA. OTOT NpOLECC BKIIOYAaET B ceds
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oTIpesieNIeHIe BEPOSTHOCTH HACTYIUIEHUS YTPO3bI U e€ MIPEICTaBICHbI PE3ylbTaThl, OCHOBAHHBIE Ha OIIEHKE
nocneacTBuid. Jlms ompeneneHMss 0co0O OMACHBIX [T CIIEIUANNCTOB B 00NMacTu WH(GOPMAIMOHHON
BOCTIOJIb3yEeMCsl Ka4eCTBEHHOW OIICHKOW pHUCKOB, a Oe3omacHoOCTH.
UMEHHO METOJOM 3KCIIEPTHON oreHku. B Tabm. 1
Tabmuma 1
MeTo/1 3KCIEPTHOM OLIEHKH PUCKOB.
Table 1
The method of expert risk assessment.
Ne HanmenoBanwne prucka Cpennee 3HaUeHHE Cpennee 3HaUeHHE Cpennee 3Have-
pucka OITACHOCTH BEPOSITHOCTH HUE BaXKHOCTH
1 Bpenonocuoe I10 4,67 0,83 3,88
2 Ataky Ha mepcoHan u ¢u- | 4,42 0,71 3,1
IITUHT

3 DDoS u Dos araku 4,33 0,70 3,03

4 ATaky Ha cucTeMbl ympas- | 4,1 0,62 2,5
TIEHUS MTPOMBIIIICHHBIM
000pyTOBaHHEM

5 Ataku uyepe3 yctpoiictea | 4,0 0,50 2,0
WNHutepHeT Benieit

6 Ataku Ha oOmaynele uH- | 3,9 0,50 1,95
(bpacTpyKTypHI

7 Co6ou u otkaszsl mporpamm- | 3,9 0,45 1,75
HBIX CPEJICTB

8 Coou u otka3el cereBoro | 3,9 0,45 1,75

000pyTOBaHUS

Busyanmsarus pe3ynsTaToB MpeICTaBICHA Ha TEIUIOBOM KapTe PUCKOB Ha puc. 1.

0
W
T 0 5
©)
Ny N ,6
= 0 7
S |s 8
= 0
3
0
A1
4 5
BJIMSAHUE
Puc. 1. TemnoBas kapTa pUCKOB.
Fig. 1. Heat map of risks.

ITo pesynabTaraM MPOBEACHHOTO HCCIICIOBAHHUS, KJIMEHTOB M3-3a Kubeparak, a coryiacHo otuety IBM u
0c000 3HAYUMBIMH HH(POPMALMOHHBIMU PUCKAMHU Ponemon Institute, cpeaHsst 001Ias CTOUMOCTD yTEUEK
spisitoTcst Nel «BpegonocHoe ITO», Ne2 «Ataku Ha nanubix B 2024 rony cocraBmia $4,88 muH. OnHUME
nepcoHan u ¢uimary, Ne3 «DDoS u Dos ataku» u W3 CaMbIX JOPOTOCTOSINUX YTEUEK ITaHHBIX CTaJld
Ne4 «ATaku Ha CUCTEMBI yIpaBICHHS peann3oBaHHbIC PUCKU B cepe (HUHAHCOBBIX YCIIYT —
NPOMBIIUIEHHBIM 00OopynoBaHueM». OpHa aTaka — $6,08 muH.

Oyap TO yTeuka JaHHBIX, BpemoHocHoe IIO, Ha BwIsABIEHME W yCTpaHEHHE YTEYKH JTaHHBIX B
nmporpamma-BeiMoraTens win DDoS-ataka — Moxer cpexHeM HEOOXOoaMMOo 258 AHEl, a eciu PUCK CBs3aH
UMETh 3HAYUTENbHBIC TOCencTBUA. Tak, B « OTuere C Kpaxel y4YeTHBIX JAaHHBIX, TO KOJHMYECTBO IHEH
o kubeproroBHoctu Hiscox 2024» moka3aHo, 4TO yBennuuBaetcs 10 292 no panHeiM otdera «Cost of a

43%  opraHM3anMid = TOTEPSIIM  CYLIECTBYIOLINX
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Data Breach Report 2024», omy6nukoBanHoro IBM u
Ponemon Institute.
BoiBoabI

Takum o00pa3oM, C TOMOIIBID WHCTPYMEHTOB
pa3BeIKN NaHHBIX 1O OTKPHITHIM HCTOYHHUKAM MOXHO
coOuparb MHPOPMAIMIO O HOBBIX YSI3BHMOCTSX B
MPOrpaMMHOM  OOCCIICUCHHMH ¥  CHUCTEMax, 4YTO
MTO3BOJISIET CBOEBPEMEHHO IMPHUMEHATH HEOOXOTUMBIE

PHUCKOB u OOHOBJICHUIO KOMITOHCHTOB
nHPOPMAITMOHHOW  0€30IMacHOCTH  TIPEATIPUSTHS.
WNucTpyMeHTHI MO3BOJISIOT HaXOJWTh,

CUCTEMAaTHU3UPOBaTh MH(DOPMAINIO, pa3MEUICHHYIO B
OTKPBITHIX ICTOYHUKAX U MPEBPAIIATh €€ B MOJIC3HBIE
AHAINTUYECKHE TaHHEIE, 49TO COKpaIiaer
3aTpayuBaeMoe BpeMs M JCHEXKHBIE CpEACTBAa Ha
YCTpaHEeHUs TOCIECTBHIA KHOEpyTpo3.
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CnHcoK HCTOYHUKOB

1.35 cybersecurity  statistics to lose sleep over in 2025 //  TechTagret URL:
https://www.techtarget.com/whatis/34-Cybersecurity-Statistics-to-Lose-Sleep-Over-in-2020  (mata oOpamieHus:
02.02.2025)

2. Harvard Business Review (HBR) // Ypasnenne puckamu URL: https://upravlenie-riskami.ru/luchshie-knigi-
po-upravleniyu-riskami/ (mata oopamienust: 05.02.2025)

3. The global risks report 2024 /[ World
exten-
si-
on://efaidnbmnnnibpcajpcglclefindmkaj/https://mww3.weforum.org/docs/WEF_The_Global_Risks_Report_2024.p
df (mata oopamenus: 02.02.2025)

4. I'puropreB B.K. Ympasnenne puckamu WH(POPMAIMOHHBIX TEXHOJOTHH: yueOHOe mocobme. Mocksa: PTY
MUPDA, 2023. 97 c.

5. Kononos JI.1O. OueHka 1 yueT HHBECTUIIMOHHBIX PHCKOB MPH MPOTHO3HBIX HUccienoBanusx pa3sutus TOK //
IIpo6nemsr ananm3a pucka. 2018. Ne 2. C. 72 - 77.

6. BoctpemnoBa E.B. OcuoBbl nH(hopMarimonHoit 6e3omacHoctu. ExarepunOypr, 2019. 202 c.

7. [lerpenko C.A., Cumonos C.B. Ynpasnenue mHpopManmoHHBIMU puckamu. Mocksa: Muadopmarnmonnsie
TEXHOJIOTHH J1s1 HH>KkeHepoB, 2019. 386 c.

8. lllapmae, B.U., AnnpeeBa S.A., BacumeBckuii K.A. OGecnieuenne wHGOPMAIIMOHHONW OE30MACHOCTH C
MOMOIIBIO Pa3BeKH N0 OTKPBITEIM UcTouHuKaM (OSINT) // Bonpocsr 3amutsl nadopmarmu. 2022. Ne 2 (137). C.
45 —50. DOI 10.52190/2073-2600_2022_2_45

9. bukmaesa A.A. OSINT B chepe nHpopMannoHHON GE30MACHOCTH: METOABI U HHCTPYMEHTHI, NCTIOJIb3YyeMble
B pa3BEIKE IO OTKPBITBIM HMCTOYHMKAM // AKTyaJibHbIE BONPOCHI HAY4YHOTO IO3HAHUS MOJIOJOTO YYEHOTO:
Martepuansl Beepoccuiickoli HaydHo-TipakTHUecKoi koHpepeHnuu, Y da, 20 urons 2024 roga. Yoa: Y pumckuii
ropuanueckuit naetutyt MBI PO, 2024. C. 61 — 65.

10. Hobpocensckas E.C., Emenko P.A. MHCTpyMeHTBI W METOIbl pa3BEAKH IO OTKPHITHIM HCTOYHHUKAM //
WudopmanmoHHble TEXHOJNOTMH B Hayke W oOpa3oBaHuu: Marepuansl Bcepoccuiickolt HaydyHO-TIpaKTHYECKOH
koH(epeHuu, Xabaposck, 30-31 oxrsa0bps 2024 roxa. XabapoBck: JlanbHEBOCTOYHBIN TOCYIapCTBEHHBIN
YHHUBEpCUTET myTer coobmenus, 2024. C. 300 — 305.

economiv forum URL: chrome-

References

1. 35 cybersecurity  statistics to lose sleep over in  2025.
https://www.techtarget.com/whatis/34-Cybersecurity-Statistics-to-Lose-Sleep-Over-in-2020
02.02.2025)

2. Harvard Business Review (HBR). Risk Management URL.: https://upravlenie-riskami.ru/luchshie-knigi-po-
upravleniyu-riskami/ (date accessed: 05.02.2025)

3. The global risks report 2024. World economiv  forum URL: chrome-exten-si-
on://efaidnbmnnnibpcajpcglclefindmkaj/https://www3.weforum.org/docs/WEF_The_Global_Risks_Report_2024.p
df (date accessed: 05.02.2025)

4. The global risks report 2024. World economiv  forum URL: chrome-exten-si-
on://efaidnbmnnnibpcajpcglclefindmkaj/https://mwww3.weforum.org/docs/WEF_The_Global_Risks_Report_2024.p
df (date accessed: 05.02.2025) accessed: 02.02.2025)

4. Grigoriev V.K. Information Technology Risk Management: a tutorial. Moscow: RTU MIREA, 2023. 97 p.

5. Kononov D.Yu. Assessment and accounting of investment risks in predictive studies of the development of
the fuel and energy complex. Problems of risk analysis. 2018. No. 2. P. 72 — 77.

238

TechTagret  URL:
(date accessed:



Modern Economy Success 2025, Ne 4 | 2025, Iss. 4
ISSN 2500-3747 https://mes-journal.ru

6. Vostretsova E.V. Fundamentals of information security. Yekaterinburg, 2019. 202 p.

7. Petrenko S.A., Simonov S.V. Information Risk Management. Moscow: Information Technologies for Engi-
neers, 2019. 386 p.

8. Sharmae, V.I., Andreeva Ya.A., Vasilevsky K.A. Ensuring information security using open source intelli-
gence (OSINT). Information Security Issues. 2022. No. 2 (137). P. 45 — 50. DOI 10.52190/2073-2600_2022 2 45

9. Bikmaeva A.A. OSINT in the field of information security: methods and tools used in open source intelli-
gence. Actual issues of scientific knowledge of a young scientist: Proceedings of the All-Russian scientific and
practical conference, Ufa, June 20, 2024. Ufa: Ufa Law Institute of the Ministry of Internal Affairs of the Russian
Federation, 2024. P. 61 — 65.

10. Dobroselskaya E.S., Yeshchenko R.A. Tools and methods of open source intelligence. Information technol-
ogies in science and education: Proceedings of the All-Russian scientific and practical conference, Khabarovsk,
October 30-31, 2024. Khabarovsk: Far Eastern State Transport University, 2024. P. 300 — 305.

HNudopmanus o0 aBTopax
Bbonrosa A.M., Poccuiickuii Tocy1apcTBEHHBIN YHHBEPCUTET HePTH 1 ra3a umeHu .M. ['yOkuHa
KykonkoBa A.M., accuctent, Poccuiickuii rocygapcTBeHHbIH yHUBepcuTeT He(hTH 1 ra3a nmenu V.M. I'yOkuna

© Bboarora A.M., Kykonkosa A.M., 2025

239



