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Аннотация: Автор подробно рассматривает такие аспекты как международная
информационная безопасность Союзного государства Республики Беларусь и Российской
Федерации. Отдельно отмечается, что вопросам правового обеспечения
информационной безопасности сегодня уделено особое внимание в свете современных
геополитических процессов и их влияния на все сферы жизнедеятельности. Обращает
внимание, что одной из задач современного общества является поиск универсальных
решений по вопросам информационной безопасности. Одну из ключевых ролей в этом
вопросе играет Российская Федерация, выступающая инициатором международных
конвенций по защите информации и обеспечению международной информационной
безопасности.Формирование общего информационного пространства и поддержание
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международной информационной безопасности, сегодня, является одним из важнейших
этапов реализации и достижении главных задач Союзного государства. Данные задачи
обусловлены тем, что в современном информационном и цифровом мире, Республика
Беларусь и Российская Федерация наращивает международное сотрудничество в
области правового обеспечения информационной безопасности в региональных и
двусторонних форматах.   Методологической основой данного исследования стала
система современных общенаучных и частноправовых методов. Исследование
формирования, развития, места и роли правового обеспечения информационной
безопасности Союзного государства Российской Федерации и Республики Беларусь
проводилось с использованием следующих общенаучных методов: анализа и синтеза,
абстрагирования и моделирования, обобщения, описания и др. Основными выводами
данного исследования является то, что анализ базовых положений межгосударственных
нормативных актов позволил определить, что общая цель в интеграционном
объединении состоит в формулировании единых правил поведения государств в
информационном пространстве в целях правового обеспечения информационной
безопасности в условиях новых вызовов, угроз и рисков посредством международного
сотрудничества стран-участников Союзного государства. Вместе с тем, на основе
анализа международных документов и теоретических позиций науки международного и
информационного права, считаем, что в дальнейшем необходимо обеспечить на
постоянной основе обеспечить теоретико- правовую и научно-методологическую
направленность разработки и внедрения единых подходов к законодательству двух
государств-участников Союзного государства, регулирующего сферу международной
информационной безопасности.
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Вопросам правового обеспечения информационной безопасности сегодня уделено
особое внимание в свете современных геополитических процессов и их влияния на все
сферы жизнедеятельности. Обращает внимание, что одной из задач современного
общества является поиск универсальных решений по вопросам информационной
безопасности. Одну из ключевых ролей в этом вопросе играет Российская Федерация,
выступающая инициатором международных конвенций по защите информации и
обеспечению международной информационной безопасности. К примеру, 7 декабря 2022
г. 77-я сессия Генеральной Ассамблеи ООН приняла представленную Россией и
дружественными ей государствами резолюцию по международной информационной
безопасности и поддержала деятельность Рабочей группы открытого состава ООН по
вопросам безопасности в сфере использования информационно-коммуникационных
технологий (ИКТ) 2021–2025. 24 декабря 2024 года Генеральная Ассамблея ООН
приняла Конвенцию ООН против киберпреступности, предложенной Российской
Федерацией, направленной на защиту общества от цифровых угроз. Предпринимаются
последовательные меры по укреплению потенциала многосторонних региональных
объединений и интеграционных структур с участием Российской Федерации, включая
БРИКС, Шанхайскую организацию сотрудничества, Содружество Независимых
Государств, Евразийский экономический союз, Союзное государство Республики
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Беларусь и Российской Федерации, Организацию Договора о коллективной
безопасности.

В рамках перечисленных региональных организаций за последнее время было принято
ряд значимых международно-правовых актов в области международной информационной
безопасности. В рамках данного исследования стоит обратить внимание на
международную организацию как Союзное государство Республики Беларусь и
Российской Федерации. Методологической основой данного исследования стала система
современных общенаучных и частноправовых методов. Исследование формирования,
развития, места и роли правового обеспечения информационной безопасности Союзного
государства Российской Федерации и Республики Беларусь проводилось с
использованием следующих общенаучных методов: анализа и синтеза, абстрагирования
и моделирования, обобщения, описания и др. В работе использовались также
специальные частноправовые методы познания: сравнительно-правовой, формально-
юридический и др. Наряду с этим применение сравнительно-правового метода позволило
автору обосновать вывод об общих закономерностях развития правового регулирования
общественных отношений в сфере информационной безопасности Союзного государства
Республики Беларусь и Российской Федерации.

Наиболее значимыми трудами по данной теме стали научные исследования таких
известных специалистов в этой области, как И.Л. Бачило, Г.Г. Камалова, А.В.
Минбалеев, Т.А. Полякова, А.А. Смирнов, А.В. Иванцов, О .А. Хотько, Т.З. Шалаева, Е.С.
Зиновьева и др.

Союзное государство Республики Беларусь и Российской Федерации, созданное в 1999
г., стало одним из важных интеграционных объединений в целях укрепления
двусторонних отношений между двумя странами в различных сферах жизнедеятельности.
Формирование общего информационного пространства и поддержание международной
информационной безопасности сегодня является одним из важнейших этапов
реализации и достижении главных задач Союзного государства. Данные задачи
обусловлены тем, что в современном информационном и цифровом мире Республика
Беларусь и Российская Федерация наращивает международное сотрудничество в области
правового обеспечения информационной безопасности в региональных и двусторонних
форматах.

В теории информационного права не случайно учеными поднимается вопрос о важности
международного сотрудничества правового обеспечения информационной безопасности
в условиях развития процессов цифровизации, трансформации права,
совершенствования информационных процессов, возрастания новых информационных
вызовов, рисков и угроз, носящий трансграничный глобальный характер, таким образом,
вышеуказанные факторы обусловливают потребность в межгосударственном

сотрудничестве [1, c. 140]. Тем самым, Союзное государство создает условия для
обеспечения мирного и демократического развития государств с целью укрепления

дружбы, повышения благосостояния и уровня жизни [2, c. 154].

Особое значение стоит обратить внимание на Союзное государство Республики Беларусь
и Российской Федерации. В 2023 году принята Концепция информационной безопасности
Союзного государства Республики Беларусь и России, которая определяет основы для
формирования согласованной государственной политики и развития общественных
отношений в области обеспечения информационной безопасности, а также выработки
мер по совершенствованию систем обеспечения информационной безопасности
государств-участников Договора о создании Союзного государства. Главной целью
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Концепции является защита национальных интересов государств-участников Договора о
создании Союзного государства в информационной сфере. Концепция определяет
основы для формирования согласованной государственной политики и развития
общественных отношений в области обеспечения информационной безопасности, а
также выработки мер по совершенствованию систем обеспечения информационной
безопасности государств – участников Договора о создании Союзного государства.
Считаем, что данный нормативный правовой акт способствует повышению защищенности
информационной инфраструктуры государств-участников и, прежде всего, их критически
важных объектов, а также нацелен на борьбу с деструктивным воздействием на
информационные ресурсы Союзного государства. Согласно Концепции государства-
участники осуществляют свою деятельность в международном информационном
пространстве в интересах социального и экономического развития, исходя из задач
поддержания международной и региональной безопасности, в соответствии с
общепризнанными принципами и нормами международного права и национальным
законодательством.

Стратегические правовые акты Союзного государства в области международной
информационной безопасности носят динамичный характер ввиду изменений
общественных и политических отношений. Распространяется тенденция восприятия
информационного пространства не только как сферы, требующей использования
исключительно защитных мер воздействия, но и предполагающей активно-
наступательные меры в той степени, в которой это необходимо для защиты национальных
интересов. На наш взгляд, изучение зарубежного опыта, в частности, принятие
Концепции информационной безопасности Союзного государства и международных
документов Рабочей группы открытого состава по вопросам безопасности использования
ИКТ, позволяют выработать новые концептуальные основы доктрины международной
информационной безопасности. В отечественной доктрине существуют различные мнения
о месте и роли информационной безопасности Союзного государства, в частности С.-В.В.
Винничек считает, что для эффективности организационных и правовых мер по
обеспечению информационной безопасности необходимо внести дополнения в общие

положения Концепции национальной безопасности Союзного государства [3, c. 32].
Апеллируя данной позиции, считаем, что действенным правовым инструментом
обеспечения информационной безопасности является Концепция информационной
безопасности Союзного государства, принятая в 2023 г., которая определила единый
подход к развитию информационной безопасности и определила основные вызовы и
риски по противодействию информационных угроз, вместе с тем Концепция
национальной безопасности Союзного государства находится на стадии принятия и
определяет общие векторы безопасности, включая современные приоритетные
направления обеспечения безопасности Союзного государства.

В свою очередь, особо важно сегодня обеспечить информационную безопасность
Беларуси и России, которые подверглись со стороны Запада не только экономическим
санкциям, но и попыткам исключить их из системы международных отношений.
Российская Федерация и Республика Беларусь уже наращивают усилия по созданию
собственного программного обеспечения для защиты баз данных, при этом Союзное
государство создает собственную информационную платформу с целью обеспечения
технологического суверенитета.

Одними из основных направлений Союзного государства являются: формирование
союзной программы по созданию белорусско-российской научной экспертно-
аналитической инфраструктуры в целях реализации системного механизма оперативного

10.7256/2454-0633.2025.1.72924 МПиМО/ILeIO, 2025 - 1

18



принятия решений органов Союзного государства по приоритетам обеспечения
безопасности; реализация комплекса неотложных мер по гармонизации
законодательства государств в целях формирования единой правовой основы Союзного
государства по обеспечению безопасности в информационной сфере (в том числе
интеграции информационных систем, технологий распределенных реестров, цифровой
идентификации, в том числе биометрической, и др.), обеспечивающей не только
формирование единого информационно-правового пространства, но и создание единой
информационной системы, обеспечивающей правовую информированность всех
субъектов белорусско-российского общества, ее достоверность и эффективное
противодействие любой дезинформации; формирование мер по законодательному
оформлению независимой информационной инфраструктуры Союзного государства на
основе суверенных информационных платформ, критических объектов информационной
безопасности, обеспечивающих национальные интересы Союзного государства, в том
числе в области таможенных, налоговых, финансовых и иных институтов,

обеспечивающих жизнедеятельность населения [4]. Кроме того, одним из направлений
совместной деятельности является создание эффективной союзной системы обеспечения
информационной безопасности, требующей разработки и совершенствования
действующего организационного механизма, что влечет необходимость гармонизации, а
в идеале и унификации национальных законодательств и формирования союзного

нормативного массива информационной безопасности [5, c. 184].

На основе анализа международных документов и теоретических позиций науки
международного и информационного права, считаем, что в дальнейшем необходимо
обеспечить на постоянной основе обеспечить теоретико- правовую и научно-
методологическую направленность разработки и внедрения единых подходов к
законодательству двух государств-участников Союзного государства, регулирующего
сферу международной информационной безопасности. Основанием данного вывода
являются основные факторы, способствующие данному межгосударственному
взаимодействию: общие угрозы, риски и факторы информационной безопасности;
усиление союзной интеграции информационных сфер Республики Беларусь и Российской
Федерации; идентичность правовых систем и принятие Концепции информационной
безопасности Союзного государства; создание технологического и информационного
пространства Союзного государства; координация международных действий государств и
позиций во внешней политике в системе ООН и др.

Стоит отметить, что у Союзного государства в мире нет аналогов, и исследуемый Союз
следует рассматривать как имеющий важнейшее значение в деле укрепления
интеграционных отношений, как гарант безопасности граждан объединения в свете

существующих вызовов и ряда ограничительных мер [6]. Важно обратить внимание на
целесообразность систематизации законотворчества в сфере информационной
безопасности, поскольку сегодня имеются правовые основания в рамках Союзного
государства на создание единой нормативной базы, а основополагающими актами в
данной сфере могут быть акты о безопасности и цифровизации, что позволит обеспечить
информационную безопасность Российской Федерации и Республики Беларусь.

В этой связи актуальным является вопрос о принятии Плана реализации основных
направлений белорусско-российского сотрудничества в области обеспечения
международной информационной безопасности. Как справедливо отмечают ученые Т.А.
Полякова, А.А. Смирнов, в настоящее время необходимы научно обоснованные
предложения по развитию системы правового обеспечения информационной
безопасности Союзного государства на основе оптимальных методов и правовых
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механизмов регулирования общественных отношений в этой динамичной сфере [7]. При
этом процессы цифровой трансформации обусловливают необходимость «модернизации

правовых подходов к урегулированию новых общественных отношений» [8, c. 4]. А.В.
Минбалеев справедливо отмечает, что в нынешних условиях методы правового
регулирования должны быть достаточно гибкими и обеспечивать оперативную выработку

системы способов и средств реагирования на новые угрозы и вызовы [9, c. 62]. У ченый
Республики Беларусь А.В. Иванцов справедливо отмечает, что на сегодняшний день в
достаточной мере назрела необходимость в совершенствование имеющихся
теоретических подходов к обеспечению международной информационной безопасности
Союзного государства на основе стратегических документов Республики Беларусь и

Российской Федерации [10]. Данные аргументы особенно значимы для международно-
правового регулирования сферы международной информационной безопасности
Союзного государства.

Таким образом, правовые основы обеспечения информационной безопасности Союзного
государства Республики Беларусь и Российской Федерации определяют, что основные
цели и задачи межгосударственного взаимодействия направлены на определения
единых правил поведения государств в информационном пространстве, повышения
уровня информационной защиты объектов критической важной инфраструктуры и
формирование единого информационного пространства в современных условиях.
Считаем, что принятие Плана реализации основных направлений белорусско-
российского сотрудничества в области обеспечения международной информационной
безопасности поспособствует повышению уровня информационной безопасности в
условиях развития процессов цифровизации, трансформации права, совершенствования
информационных процессов, возрастания новых информационных вызовов, рисков и
угроз, носящий трансграничный глобальный характер, таким образом, вышеуказанные
факторы обусловливают потребность и актуальность в межгосударственном
сотрудничестве Союзного государства Республики Беларусь и Российской Федерации.
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Результаты процедуры рецензирования статьи

В связи с политикой двойного слепого рецензирования личность рецензента не
раскрывается. 
Со списком рецензентов издательства можно ознакомиться здесь.

Предметом исследования в представленной на рецензирование статье является, как это
следует из ее наименования, интеграционное взаимодействие Республики Беларусь и
Российской Федерации в сфере международной информационной безопасности.
Заявленные границы исследования соблюдены ученым.
Методология исследования раскрыта: "Методологической основой данного
исследования стала система современных общенаучных и частноправовых методов.
Исследование формирования, развития, места и роли правового обеспечения
информационной безопасности Союзного государства Российской Федерации и
Республики Беларусь проводилось с использованием следующих общенаучных методов:
анализа и синтеза, абстрагирования и моделирования, обобщения, описания и др.".
Автору необходимо указать использованные им частноправовые методы исследования.
Актуальность избранной ученым темы исследования несомненна и обосновывается им
следующим образом: "Вопросам правового обеспечения информационной безопасности
сегодня уделено особое внимание в свете современных геополитических процессов и их
влияния на все сферы жизнедеятельности. Обращает внимание, что одной из задач
современного общества является поиск универсальных решений по вопросам
информационной безопасности. Одну из ключевых ролей в этом вопросе играет
Российская Федерация, выступающая инициатором международных конвенций по защите
информации и обеспечению международной информационной безопасности";
"Предпринимаются последовательные меры по укреплению потенциала многосторонних
региональных объединений и интеграционных структур с участием Российской
Федерации, включая БРИКС, Шанхайскую организацию сотрудничества, Содружество
Независимых Государств, Евразийский экономический союз, Союзное государство
Республики Беларусь и Российской Федерации, Организацию Договора о коллективной
безопасности. В рамках перечисленных региональных организаций за последнее время
было принято ряд значимых международно-правовых актов в области международной
информационной безопасности. В рамках данного исследования стоит обратить
внимание на международную организацию как Союзное государство Республики
Беларусь и Российской Федерации". Дополнительно автору необходимо перечислить
фамилии ведущих специалистов, занимавшихся исследованием поднимаемых в статье
проблем, а также раскрыть степень их изученности. 
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Научная новизна работы проявляется в некоторых заключениях и предложениях автора:
"На основе анализа международных документов и теоретических позиций науки
международного и информационного права, считаем, что в дальнейшем необходимо
обеспечить на постоянной основе обеспечить теоретико- правовую и научно-
методологическую направленность разработки и внедрения единых подходов к
законодательству двух государств-участников Союзного государства, регулирующего
сферу международной информационной безопасности. Основанием данного вывода
являются основные факторы, способствующие данному межгосударственному
взаимодействию: общие угрозы, риски и факторы информационной безопасности;
усиление союзной интеграции информационных сфер Республики Беларусь и Российской
Федерации; идентичность правовых систем и принятие Концепции информационной
безопасности Союзного государства; создание технологического и информационного
пространства Союзного государства; координация международных действий государств
и позиций во внешней политике в системе ООН и др."; "Важно обратить внимание на
целесообразность систематизации законотворчества в сфере информационной
безопасности, поскольку сегодня имеются правовые основания в рамках Союзного
государства на создание единой нормативной базы, а основополагающими актами в
данной сфере могут быть акты о безопасности и цифровизации, что позволит обеспечить
информационную безопасность Российской Федерации и Республики Беларусь. В этой
связи актуальным является вопрос о принятии Плана реализации основных направлений
белорусско-российского сотрудничества в области обеспечения международной
информационной безопасности" и др., однако в целом работа носит поверхностный,
реферативный характер, представляя собой компиляцию использованных при ее
написании источников. Высказанные автором рекомендации нуждаются в уточнении и
углублении.
Научный стиль исследования выдержан автором в полной мере.
Структура работы логична. Во вводной части статьи ученый обосновывает актуальность
избранной им темы исследования. В основной части работы автор анализирует текущее
состояние интеграционного взаимодействия Республики Беларусь и Российской
Федерации в сфере международной информационной безопасности, выявляет
соответствующие проблемы и намечает пути их решения. В заключительной части работы
содержатся общие выводы по результатам проведенного исследования. 
Содержание статьи соответствует ее наименованию, но не лишено недостатков.
Так, автор пишет: "Формирование общего информационного пространства и
поддержание международной информационной безопасности, сегодня, является одним
из важнейших этапов реализации и достижении главных задач Союзного государства" -
запятые являются лишними.
У ченый отмечает: "Данные задачи обусловлены тем, что в современном
информационном и цифровом мире, Республика Беларусь и Российская Федерация
наращивает международное сотрудничество в области правового обеспечения
информационной безопасности в региональных и двусторонних форматах" - вторая
запятая является лишней; "наращивают".
Автор указывает: "Стоит отметить, что у Союзного государства в мире нет аналогов и
исследуемый Союз следует рассматривать как имеющий важнейшее значение в деле
укрепления интеграционных отношений и как гарант безопасности граждан объединения
в свете вызовов и ряда ограничительных мер [5]" - "Стоит отметить, что у Союзного
государства в мире нет аналогов, и исследуемый Союз следует рассматривать как
имеющий важнейшее значение в деле укрепления интеграционных отношений, как
гарант безопасности граждан объединения в свете существующих вызовов и ряда
ограничительных мер [5]" (см. на пунктуацию и стилистику).
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Таким образом, статья нуждается в дополнительном вычитывании - в ней встречаются
опечатки, пунктуационные и стилистические ошибки (приведенный в рецензии перечень
опечаток и ошибок не является исчерпывающим!).
Автор пишет: "На наш взгляд, изучение зарубежного опыта позволяет выработать новые
концептуальные основы доктрины информационной безопасности при ее дальнейшем
совершенствовании" - на что именно необходимо обратить внимание? Данное положение
работы нуждается в углублении и иллюстрировании примерами.
Библиография исследования представлена 9 источниками (монографией и научными
статьями). С формальной точки зрения источников должно быть не менее 10.
Следовательно, теоретическая база работы нуждается в расширении.
Апелляция к оппонентам отсутствует. Автор ссылается на ряд теоретических источников
исключительно в обоснование своих суждений либо для иллюстрирования отдельных
положений работы.
Выводы по результатам проведенного исследования имеются ("Таким образом, анализ
базовых положений межгосударственных нормативных актов позволил определить, что
общая цель в интеграционном объединении состоит в формулировании единых правил
поведения государств в информационном пространстве в целях правового обеспечения
информационной безопасности в условиях новых вызовов, угроз и рисков посредством
международного сотрудничества стран-участников Союзного государства"), однако они
носят общий характер и не отражают научных достижений автора, и потому нуждаются в
уточнении и конкретизации.
Интерес читательской аудитории к представленной на рецензирование статье может
быть проявлен прежде всего со стороны специалистов в сфере международного права и
информационного права при условии ее существенной доработки: уточнении
методологии работы, дополнительном обосновании актуальности темы исследования (в
рамках сделанного замечания), расширении теоретической базы статьи, уточнении и
углублении ее отдельных положений, введении элементов дискуссионности,
конкретизации выводов по результатам проведенного исследования, устранении
нарушений в оформлении работы.

Результаты процедуры повторного рецензирования статьи

В связи с политикой двойного слепого рецензирования личность рецензента не
раскрывается. 
Со списком рецензентов издательства можно ознакомиться здесь.

РЕЦЕНЗИЯ
на статью на тему «Союзное государство Республики Беларусь и Российской Федерации:
интеграционное взаимодействие в сфере международной информационной
безопасности».

Предмет исследования.
Предложенная на рецензирование статья посвящена актуальным вопросам
интеграционное взаимодействие в сфере международной информационной безопасности
в рамках Союзного государства Республики Беларусь и Российской Федерации. Как
отмечается в самой статье, «В рамках данного исследования стоит обратить внимание на
международную организацию как Союзное государство Республики Беларусь и
Российской Федерации». В качестве конкретного предмета исследования выступили,
прежде всего, положения международных актов и мнения ученых.
Методология исследования.
Цель исследования прямо в статье не заявлена. При этом она может быть ясно понята
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из названия и содержания работы. Цель может быть обозначена в качестве
рассмотрения и разрешения отдельных проблемных аспектов вопроса об
интеграционном взаимодействии в сфере международной информационной безопасности
в рамках Союзного государства Республики Беларусь и Российской Федерации. Исходя
из поставленных цели и задач автором выбрана методологическая основа
исследования. Как отмечается в статье, «Методологической основой данного
исследования стала система современных общенаучных и частноправовых методов.
Исследование формирования, развития, места и роли правового обеспечения
информационной безопасности Союзного государства Российской Федерации и
Республики Беларусь проводилось с использованием следующих общенаучных методов:
анализа и синтеза, абстрагирования и моделирования, обобщения, описания и др. В
работе использовались также специальные частноправовые методы познания:
сравнительно-правовой, формально-юридический и др. Наряду с этим применение
сравнительно-правового метода позволило автору обосновать вывод об общих
закономерностях развития правового регулирования общественных отношений в сфере
информационной безопасности Союзного государства Республики Беларусь и
Российской Федерации».
В частности, автором используется совокупность общенаучных методов познания:
анализ, синтез, аналогия, дедукция, индукция, другие. В частности, методы анализа и
синтеза позволили обобщить и разделить выводы различных научных подходов к
предложенной тематике.
Наибольшую роль сыграли специально-юридические методы. В частности, автором
активно применялся формально-юридический метод, который позволил провести анализ
и осуществить толкование норм действующих актов Союзного государства. Например,
следующий вывод автора: «Особое значение стоит обратить внимание на Союзное
государство Республики Беларусь и Российской Федерации. В 2023 году принята
Концепция информационной безопасности Союзного государства Республики Беларусь и
России, которая определяет основы для формирования согласованной государственной
политики и развития общественных отношений в области обеспечения информационной
безопасности, а также выработки мер по совершенствованию систем обеспечения
информационной безопасности государств-участников Договора о создании Союзного
государства. Главной целью Концепции является защита национальных интересов
государств-участников Договора о создании Союзного государства в информационной
сфере. Концепция определяет основы для формирования согласованной
государственной политики и развития общественных отношений в области обеспечения
информационной безопасности, а также выработки мер по совершенствованию систем
обеспечения информационной безопасности государств – участников Договора о
создании Союзного государства. Считаем, что данный нормативный правовой акт
способствует повышению защищенности информационной инфраструктуры государств-
участников и, прежде всего, их критически важных объектов, а также нацелен на
борьбу с деструктивным воздействием на информационные ресурсы Союзного
государства. Согласно Концепции государства-участники осуществляют свою
деятельность в международном информационном пространстве в интересах социального
и экономического развития, исходя из задач поддержания международной и
региональной безопасности, в соответствии с общепризнанными принципами и нормами
международного права и национальным законодательством».
Таким образом, выбранная автором методология в полной мере адекватна цели
исследования, позволяет изучить все аспекты темы в ее совокупности.
Актуальность.
Актуальность заявленной проблематики не вызывает сомнений. Имеется как
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теоретический, так и практический аспекты значимости предложенной темы. С точки
зрения теории тема интеграционного взаимодействия в сфере международной
информационной безопасности в рамках Союзного государства Республики Беларусь и
Российской Федерации сложна и неоднозначна. Сложно спорить с автором в том, что
«Вопросам правового обеспечения информационной безопасности сегодня уделено
особое внимание в свете современных геополитических процессов и их влияния на все
сферы жизнедеятельности. Обращает внимание, что одной из задач современного
общества является поиск универсальных решений по вопросам информационной
безопасности. Одну из ключевых ролей в этом вопросе играет Российская Федерация,
выступающая инициатором международных конвенций по защите информации и
обеспечению международной информационной безопасности».
Тем самым, научные изыскания в предложенной области стоит только поприветствовать.
Научная новизна.
Научная новизна предложенной статьи не вызывает сомнений. Во-первых, она
выражается в конкретных выводах автора. Среди них, например, такой вывод:
«правовые основы обеспечения информационной безопасности Союзного государства
Республики Беларусь и Российской Федерации определяют, что основные цели и задачи
межгосударственного взаимодействия направлены на определения единых правил
поведения государств в информационном пространстве, повышения уровня
информационной защиты объектов критической важной инфраструктуры и формирование
единого информационного пространства в современных условиях».
У казанный и иные теоретические выводы могут быть использованы в дальнейших
научных исследованиях.
Во-вторых, автором предложены идеи по совершенствованию действующего
правоприменения и практики. В частности,
«принятие Плана реализации основных направлений белорусско-российского
сотрудничества в области обеспечения международной информационной безопасности
поспособствует повышению уровня информационной безопасности в условиях развития
процессов цифровизации, трансформации права, совершенствования информационных
процессов, возрастания новых информационных вызовов, рисков и угроз, носящий
трансграничный глобальный характер, таким образом, вышеуказанные факторы
обусловливают потребность и актуальность в межгосударственном сотрудничестве
Союзного государства Республики Беларусь и Российской Федерации».
Приведенный вывод может быть актуален и полезен для специалистов в
рассматриваемой сфере.
Таким образом, материалы статьи могут иметь определенных интерес для научного
сообщества с точки зрения развития вклада в развитие науки.
Стиль, структура, содержание.
Тематика статьи соответствует специализации журнала «Международное право и
международные организации / International Law and International Organizations», так как
она посвящена правовым проблемам, связанным с деятельностью Союзного государства
Республики Беларусь и Российской Федерации, а также проблемам информационного
права.
Содержание статьи в полной мере соответствует названию, так как автор рассмотрел
заявленные проблемы, в целом достиг поставленной цели исследования.
Качество представления исследования и его результатов следует признать в полной
мере положительным. Из текста статьи прямо следуют предмет, задачи, методология и
основные результаты исследования.
Оформление работы в целом соответствует требованиям, предъявляемым к подобного
рода работам. Существенных нарушений данных требований не обнаружено.
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Выводы, интерес читательской аудитории.
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общепризнанной методологии. Статья может быть интересна читательской аудитории в
плане наличия в ней систематизированных позиций автора применительно к вопросам
совершенствования реализации основных направлений белорусско-российского
сотрудничества в области обеспечения международной информационной безопасности.
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статьи
«Рекомендую опубликовать»
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