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CTBMEM MH(POPMALMOHHBIX Yrpo3 Ha MpUMepe rocyfapCTBeHHON Koprnopauum «Poctex» un NMAO
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B mHacrosimee BpeMs B YCAOBHSX pactylleil ITudpoBH3AIMN OOIIIeCTBa Ha-
OAroaeTcCd eXKerofHOoe yBeAWdeHHe dHcAa KubeplipecTymaeHuil (puc. 1), 4To
TpebyeT CHMMETPUYHOTO OTBETa B BHE Pas3spabOoTKH M BHEAPEHHS HOBBIX ITOMI-
XOMOB K HX IpenoTBpalieHuio. B 2024 r. KoaAndecTBO KHOEPIIPECTYIIACHUH [10-
CTUTAO CBOETO IuKa — 765,4 Teic. 910 Ha 13% 6oablile, YeM 3a ITOT Ke IEPUO
2023 r.!

BHenpeHnue coBpeMeHHBIX HHGOOPMAIIMOHHBIX TEXHOAOTUY B IPOU3BOACTBEH-
HBIM IIpollecc IIpeaycMaTpHBaeT BO3MOXKHOCTb MaKCHMaAbHO IOBBICHTH (-
PEKTUBHOCTD U KQ4eCTBO KaK CaMOM IIPOM3BOACTBEHHOH AEITEABHOCTH, TaK U
BBIITyCKaeMo# npoxaykuuu (ycayr) [1]. CucreMbl nH(OPMAaIIMOHHON 6e3011acHo-
CTHU HOAKHBI BKAIOYATH ITOXOAbI HHHOBAIIMOHHOI'O OOHAPYKEHNT HOBBIX CAOXK-
HBIX CHCTEM, KOTOPBIE CIIOCOOCTBYIOT PA3BUTHIO IIPOABUHYTBHIX TEXHOAOTHH U
PEILIEeHHIO HOBBIX YI'PO3 U 3a4a4 [2].

Jlag MUHHUMH3AIIUHN YHCAQ KHOEPIIPECTYIIACHHH HEeOOXOAMMO HCCAEIOBAHNE
HU(PPOBBIX TEXHOAOTHH U IIPaBHUABHOE UX IIPHMEHEHMNE OpraHu3aluaMHU U IIpe-

! Yucao xubepnpectynaeHuii B Poccum [/ Tadviser. TocymapcrBo, 6usHec,
TexHororuu : [cait]. URL: https://www.tadviser.ru/index.php/Crarbsa:9ucao_
kubepnipectynaesHuii_B_Poccuu (mata obparenua: 19.02.2025).
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OPUATHUAMU. BBHIY 3HAYUMOCTHU UCCAEAyEeMO KaTeTOpUU HEeOOXOIMMO ITpOBe-
CTU U3yYEeHHE KPUTEPUEB U UHIUKATOPOB obecrieueHrss (PUHAHCOBOM Ge3ormac-

Hoctu Poccuiickoit Penmeparyiu, 4To OyAeT CIIOCOGCTBOBATL CBOEBPEMEHHOMY
BBIIBAEHUIO ITpobaeM B 3ToH cepe [4].

KonuuyectBo knbepnpectynneHun
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Puc. 1. I'pachuk pocTa uncna knbepnpectynnexuii c 2008 no 2024 r.2

LeAp mpuMeHeHUs ITU(PPOBBIX TEXHOAOTHH [As 00e3BpeKUBaHUA KHUOepIIpe-
CTYIIACHUH — 3amyTa (PU3HIECKUX U IOPUAUYECKUX AUL], a TaK¥Ke rocyaapcTBa
OT MOIIEHHHUKOB, yT€YKH KOH(PUAEHIINAABHBIX NAHHBIX, (PHHAHCOBBIX II0TEPh,
HCIIOAB30BAHUS ITHPATCKOTO KOHTEHTA U T. II. B 3aaun BXOAdT TakxKe paspa-
00TKa MPaBOBBIX U TEXHUYECKUX MEpP IIPOTHUBOACHCTBUA TAKUM IIPpaBOHAapYIIIe-
HUSM U CO3/IaHUE CIEIIHaAbHBIX IOAPA3AEACHUN AT UX PACCAEIOBAHUS.

PaccmorpuMm nmpumep nmpuMeHeHUs HH(OPMAIIMOHHBIX TEXHOAOTHUH [Ad 3a-
LIUTHI JAHHBIX U OPENOTBpAallleHUs Kubeparak Ha nmpuMepe ['ocyzmapcTrBeHHOH
Kopriopanuu «Pocrex» (masee — «Pocrex»)®.

«PocTex» — 3TO0 poccuiickad rocymapCTBeHHAs KOPIOpaIlus, CO3MaHHas B
koHIle 2007 T. IAS TIOMOIIM U COAEHCTBUSA B pa3paboTKe U ITPOU3BOACTBE BbBI-
COKOTEXHOAOTHYHOM IPOMBIIIACHHOH ITPOAYKIINY, KOTOpas IIpeJHA3ZHAYEHA OAS
IpaskJaHCKOIO U BOEHHOI'0 Ha3HA4YEeHUs .

2 CocTaBA€H aBTOPOM II0 JAHHBIM aHaau3a: Yucao KubeprpectynaeHuii B Poccuu (cm.
cHocky 1); [3].

3 Pocrex mnpencraBua Ha LIUIIP cucremy mporuBoaeiicTBust Kubeparakam // Pocrex-
Haznzop : [cait]. URL: https://www.gosnadzor.ru/news/67/8505/ (mara obparieHus:
17.02.2025).

4 Poccusa: reorpacgudeckue pakTopbl U npupoaHbie borarcra LIPO : meTond. mocobue

IAd By30B / aBT.-cocT. B. M. MapacauoBa. SIpocaaBab : UITK «Muauro», 2023. 80 c. URL:
https://www.uniyar.ac.ru/upload/medialibrary/f20/1_Rossia_geograficheskie_fakto-

ry.pdf.
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Komnanuga «PT-ur(poOpManuonHasa 6e30I1aCHOCTE», KOTOpast BXOOUT B KOp-
nopanuro «Pocrex», ipeacraBria Ha popyme «IlrudpoBas HHAYCTPHUS IIPOMBIIII-
aenHo# Poccum» (LUUIIP) orewecrBennyto cucteMmy RT Protect EDR nasa obHapy-
JKeHHd KubepaTak M IIpOoTHBOAeHcTBHUA UM. Kpome Toro, B HacrosIllee BpeMs
akTUBHO BeneT pabory meHTp SOC (oTmea KOMIIAHUM, KOTOPBIH 3aHHUMaeTCsd
IIOCTOSTHHBIM OTCAEKHBaHHeM cocTosgHus [T-mHppacTpyKTypsl X 3alIUTOH OT
KHubepyrpo3s). B HeM HCIIOAB3YIOTCS COBPEMEHHBIE IIPAKTUKH U TEXHOAOTUH, KO-
TOpBIE IIPEACTABACHBI HA pHUC. 2.

RT Protect SOC

TexHonoruu
TexHomornyeckuii cTek .
CobcTBeHHbIN Threat
Ha 6a3e OpenSource ELK WHTerpupoBaHHoe .
. Intelligence-noptan
(Elasticsearch, Logstash, IRP-pelueHne
- aHanuTuKu
Kibana)

Puc. 2. TexHonorun SOC Poctex®

PaccmartpuBasa TexHosoruu SOC Poctex, HEOOX0OAUMO BBIAEAUTDH CAEAYIOLIHE.

1. ELK-cTeK — 3TO TEXHOAOTHYECKHH CTEeK Ha 0as3e ONeHCOPC-IIPOEKTOB
Elasticsearch, Logstash u Kibana. OH mo3BoageTr GbICTpo U 6€30I1aCHO H3BAE-
KaTh JAHHBIE B HY?KHOM (popMaTte U3 AIOOBIX UCTOYHHUKOB M paboTaThk C 3TOH
uH(popMalreli, OCyILIEeCTBAALA IIOUCK, aHAAU3 UAH BU3YAAH3AIUIO B PEXKUME pe-
aABHOTO BPEMEHH.

 Elasticsearch — xpaHuAHIIE A OBICTPOTO ¥ 9PPEKTUBHOTO ITOUCKA, a TaK-
JKe aHaAu3a 00ABIINX 00beMOB HaHHBIX. OHO codeTaeT B cebe pa3AndHbIe (PyHK-
MY 0a3bl JAHHBIX, [IOMCKOBOM U aHAAMTUYECKOM CHUCTEMBI.

* Logstash — mpuaokeHue nasg cOopa MH(POPMAIIUMH U3 BCEX BO3MOXKHBIX UCTOY-
HUKOB, ITpeobpa3oBaHud ee B yAOOHEIH nad pabotel popmart. Logstash mo3Boaser
pHUABTPOBATE, MACCHPOBATh U CTPYKTYPHUPOBATH HHTEPECYIOIIHE JaHHEIE.

e Kibana — HebGoabIi0e momoaHeHuUe fas Elasticsearch, koTopoe oTBedaer 3a
BH3yaAU3alIUIO JAHHBIX, aHAAUTUKY U IIPEACTABACHUE UTOrOBOYM MH(OPMAIIUU
B ynobHOM mas BocopuaTud Buae. Kibana mospoager ObBICTPO aHaAM3HUPOBATH
UTOTH MOHCKA, BHIUCKUBATH 3aKOHOMEPHOCTH U IIPEACTABAATH, IZI€ UMEHHO B
IIPOEKTe HaxXOAsaTcs HemopaboTaHHbIe U caabble MecTa.

2. NurerpupoBanHoe IRP-pentenne. Murerpuposantoe IRP-pemenne B RT
Protect SOC TlocymapcrBeHHO# Kopropamyu «Pocrex» 1103BOASET YMEHBUIIUTD
BpeMs pearupoBaHUs Ha UHIUAECHT [0 S MHHYT.

3. CoberBennnisi Threat Intelligence-mmopTasa aHAaAUTHKH ITO3BOAdET 3arpy-
KaThk (padfiAbl A aHaAW3a U uHTerpupoBaH c VirusTotal — 970 oHaaliH-mAGT-

5 CocraBA€HO aBTOPOM IIO0 AaHHBIM aHaau3za: PT-MHdpopwmaimonHas 6e30IaCHOCTE.
URL: https://rt-ib.ru/docs.html (nata obpamenua: 17.02.2025).
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dopma, IpenHasHaAUYEHHAas A IIPOBepKU PariroB U Beb-pecypcoB Ha BHPYCHI
U Opyroe BPeIOHOCHOe IIporpaMMHoe obecriedeHue. [lopTaa mpegocTaBasgeT ak-
TyaAbHYIO TI0APO6HYI0 uH(popMmaliuio o6 yrpo3ax o CVE, [P-aapecam, xa1iam,
nomeHaMm, URL, mpaBuaaM, TexHUKaM U TakKTuKaM, gaHHbIM WHOIS u gpyrum
HapaMeTpaM.

PaccMoTpuM TakxKe HCIIOAB30BAaHHE COBPEMEHHBIX ITPAKTHUK M TEXHOAOTHH
nas obe3BpexkuBaHua KubeprnpecrynaeHuit [TAO «asmpom» (puc. 3), poccHii-
CKOI DHEPreTHYecKoi KoMIauuu, 6osece 50% axiuii KOTOpPOo# KOHTPOAUPYET
rocynapctBo. OCHOBHBIE HalpaBAEHHsSI ee PaboThl — reoAoropasBenka, Mo0bI-
4a, TPaHCIIOPTUPOBKA, XpaHeHUe, IlepepadoTKa U peasnsaliyis rasa, ra3oBoro
KoHAeHcaTa U Hedptu. OHa 3aHUMAETCS B TOM YHCAE ITPOU3BOACTBOM U COBITOM
3AEKTPO3HEPTUH.

SOC lMasnpom

| TexHonoruu |
Cwuctema pe3epBHOro TexHonorum
Lindposble ABONHNKM KOMUPOBaHWS U NCKYCCTBEHHOIO
BOCCTa@HOBMNEHUS AaHHbIX nHtennekta (M)

Puc. 3. TexHonorun SOC Na3npom®

1. udpoBrle ABOMHUKN — 3TO0 BUPTyaAbHBIE KOIHNH OOBEKTOB, KOTOPBIE
UMeIOT (PU3HYECKHEe XapaKTePHUCTUKU U COIIPOBOXKIAIOTCS IIPOLIECCAMH BHYTPH
obpekTa. ['AaBHBIM mIpolleccoM MG POBBIX ABOMHUKOB IBASETCS OOecIiedeHue
Kubepbe3onacHOCTH 00bEKTa U IIPOTHO3 PabOThl OPUTHHAAA B PA3AUYHBIX YCAO-
Bugx. Takske U POBBIE ABOMHUKY IIPU 00HAPYKEHUH aTaKH IIOMOTAIOT peaAb-
HOMY OOBEKTY He3aMeIAHUTEABHO HAadaTh PACcCAEOBaHUE.

2. CucreMa pe3epBHOTO KOIIMPOBAHUS U BOCCTAHOBACHUS JAHHBIX OCYIIIECT-
BasieTcs Ha 6aze «Kubep Bakam’. Poccutickasa 6a3a «Kubep Bakarn criertnasu-
3UpPyeTCs Ha BOCCTAHOBACHUH U KOTTHUPOBAHWH JAHHBIX OT PA3AHUYHBIX BHPYCOB.
Ee ncnioapsyrot kKax [TAO «'a3mpom», TaK U GOABITHHCTBO €ro JOUYePHUX KOMIIa-
"Huit, HartpuMep OOO «["aznmpom Tpancras Cypry.

3. TexHOAOTHH HUCKYyCCTBEHHOr0 MHTeAreKTa (M) cmocobeTByIOT!

* OOHAPYKEHUIO YTPO3, YCTAHOBACHHUIO BO3MOIKHBIX YTPO3;

* IPOTHO3WPOBAHUIO U IIPEIOTBPALIEHHIO OYAYIINX aTaK Ha OCHOBE aHAAN3a
IIPOM3OIIEAITHNX BTOPIKEHHUH;

6 CocraBA€HO aBTOPOM II0 AAHHBIM aHaau3a: WMHpopwmalmonHas Ge3ornacHoctb OAO
«Fazmpom»: mpobaembl ruranta // HWHdpopwmaimonHas 6esomacHocTh @ [caiiT|. URL:
https://lib.itsec.ru/articles2 /focus/informacionaya_bezopasnost_oao (mara ob6parie-
HUA: 16.02.2025).

7 Kak «Kubep Bakamn» 3amuiiaer nanHele 6usHeca // ixbt.com : [caiit]. URL: https://
www.ixbt.com/infopages/cyber-backup.html (zara o6pamenus: 19.02.2025).
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° aHAAM3UPOBAHUIO MH(MOPMAIUH O II0Ab30BaTeAe U OAOKHPOBAHUIO II0JI0-
3PUTEABHBIX JEeHCTBUMH.

HudppoBaga TpaHchopMmaus TpedyeT BHICOKOKBAAU(DUIIMPOBAHHBIX CITEITH-
AAHCTOB, CIIOCOOHBIX paboTaThb C HOBBIMH TEXHOAOTHSIMHU, TAKUMH KaK HCKYC-
CTBEHHBIH HHTeAAeKT, MHTepHeT Bemlled ([oT), poboToTexXHHMKa W aHAAUTHKA
OOABINIHX MAHHBIX [5].

B pesyaprare aHaamsa cucreM HHPOPMAIIMOHHON 06€30II1aCHOCTH, HUCIIOAB3Y-
eMBIX B JesdTeAbHOCTH ['ockoproparnu «Poctex» u [TAO «T'azrmpom», ObIAO BBI-
SBAEHO, UTO y KasKIIO¥ KPYIIHOH OpraHu3alluy eCTbh BO3MOXKHOCTHU U CBOU IIyTH
IIpenoTBpalleHud Kubeparak. [JJaHHbIe TEXHOAOTHH 3(P(PEeKTHUBHO IIPUMEHSIOT-
cd Ha IIPaKTHKE, IIPHU 3TOM y HHUX €CTb CYIIECTBEHHbIe OTANYHL, 3(p(PeKTUBHBIE
[AST KasK/IOH OpraHu3aluy B OTIAEABHOCTH.

HecmoTpsa Ha 2T0, IpH OO0HApPY:KEHUN KUOEpyrpo3bl pasHble OpraHu3alluy
IpeaIIPUHUMAIOT ITa0AOHHBIE MephI:

1) MmuHEMH3anUda yiepba ¢ MOMOIIBI0 U30AdIIMH. YToOBI n30exKaTh 3apake-
HHUS CEeTH IIPU OOHapyKEeHUU KubepaTaky, HeO0X0UMO OBICTPO €€ N30AHPOBAaTh;

2) cBoeBpeMeHHbIH aHaau3 U Incident Response. CoTpyIHHUKH MOAXKHBI CBO-
€BPEMEHHO IIPOBOAUTEH aHAANU3 yIPO3, YCTAaHABAMBATE UX UCTOYHUK U pearupo-
BaTb Ha WHIIUJIEHTHI;

3) npuHATHE Mep 10 YCTPaHEHHIO ya3BUMoOcTel. HeoOxonuMo mpennpuHu-
MaTh MEPEHI II0 IIPEAOTBPAIIEHHUI0 IIOBTOPHOIO BOZHUKHOBEHHS aTakK U yrpo3 C
IIOMOIIIBIO BBIIBA€HUS YSI3BUMOCTEHY B CETHIX;

4) OpICTPOE BOCCTAHOBAEHHE CHCTEM H PAOOTOCIIOCOOHOCTH NAHHBIX B CAyYae
HUX IIOBPEXKICHUS;

5) IOAHBIF aHaAW3 HHIIUEHTA C BBISBACHHEM IIPUYUH YIPO3 A COCTaBAE-
HHUL ITaOAOHHOIO MeTo[a HeIOIIyIIeHUs I0A00HBIX HHITHIEHTOB B OyAyIIEeM.

B cooTBeTcTBHM C JaHHBIM ITA0AOHOM OIIKCHIBAIOTCH IIOAPOOHBIE MHCTPYK-
U U npoienypsl Play-book, KoTopble HEOOXOAUMO ITPEAIPUHATEL IPU OOHAPY-
JKEHHUH WH(OPMAIIMOHHBIX YIPO3.

BricTpoe pasBuUTHE TEXHOAOTHH TpedyeT IIOCTOSHHOTO OOHOBACHUS 3HAHUH U
HaBBIKOB CIIEIIHAANCTOB, & TaKKe afallTalllH CYIIeCTBYIOIINX CHUCTEM 3aITUThI
K HOBBIM yrposzaM. Kpome Toro, HeoOXOAHMMO VYHTBHIBATH aCIIEKTHI ITPaABOBOIO
PeryAupoBaHUd U 3THYECKHUE BOIIPOCH], CBA3aHHbIE C HCIIOAB30BaHUEM ITH(Po-
BBIX TEXHOAOTHM.

B 3akarodyeHHe MOXKHO IIPH3HATH, YTO MEPHI IIPeNOoTBpalleHUd Kubeparak
OOCTATOYHO 3(PEeKTHUBHBI. Y KasKI0H OpraHu3alluy OHU CBOU, U KasKiasd KOM-
[IaHUs IIPUMEHSIeT CBOM TeXHOAOTHH. OTHAKO Yy BCEX OYEHb ITOXO0XKUY aATOPUTM
IOeHACTBUH IIPU IIOIBACHUHU yI'PO3bI U3BHE.
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